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USAF Space Warfare Center's tracking units saved countless lives during the recent Iraq war

By William B. Scott, Colorado Springs

Tracking systems that display the locations of coalition troops may have been the defining space-related technology of last year's war in Iraq.

U.S. Army commanders said the radio-frequency-based systems "were the GPS of Operation Iraqi Freedom," equating the impact of "blue-force" trackers to that of GPS navigation systems during the first gulf war, according to Col. Kent Traylor, vice commander of the U.S. Air Force's Space Warfare Center (SWC) here.

"There's no question that there was less blue-on-blue fratricide, particularly [considering] the number of weapons deployed in lousy weather and sandstorms," he said. "Blue-force tracking gave us the situational awareness to integrate air drops [with surface operations] and know fairly precisely where our ground troops were."

THE SWC WAS A KEY developer of blue-force tracking technologies in the early-to-mid-1990s, initially using "national technical means" or intelligence satellites to pick up signals from about 100 systems carried primarily by special operations teams. Since then, blue-force trackers have proliferated, and roughly 1,500 second-generation units used during Iraqi Freedom were compatible with commercial satellite transponders. Now, the Army wants thousands of the devices for its troops.

"Potentially, every vehicle or soldier would be tagged, but that'll take the next generation of technology," Traylor said. "The [blue-force] 'tags' we used in [Iraqi Freedom] were on the order of a healthy dictionary--in terms of weight and volume--which is OK for a Hummer, but that's burdensome for a man to carry. Our objective is to get it down to a size that could [be carried] by individuals."

The SWC's engineers are looking at a variety of technologies that are compatible with commercial satellite transponders, and can "pass more than just basic time and location information," he added. "We'd like to get more data into less bandwidth and move [them] faster," ideally via two-way communication links. Center officials also are exploring encryption techniques, and developing software to efficiently process and display thousands of tracking "tags."

"Blue-force tracking is going to be a growth industry," Traylor predicted. "We think [it] has tremendous potential. And the technology isn't a huge stretch."

For example, under the SWC's "Talon Reach" program, engineers are working on a two-way system that links a personal data assistant or notebook computer with an Iridium satellite telephone. "It's taking commercial blue-force tracking to the next iteration," he said.

Traylor envisions spin-offs of the military systems being shared with wildland firefighters and non-governmental organizations--such as charitable food-distribution groups--in war zones or areas struck by natural disasters, for example. "It'd be nice to know where these folks were. It keeps 'blue-side' casualties down, and also minimizes collateral damage when you have a good idea where everybody is."

About half of the SWC's projects are classified, but all apparently use space-related systems in one way or another. Technologies and concepts being explored by the center and its Space Battle Laboratory include:

*Exploiting non-imaging infrared data, such as those from aging Defense Support Program strategic missile-warning satellites. During last year's war in Iraq, DSP data helped locate "IR events" such as shot-down aircraft and short-range missile launches. "As old as DSP is, we're still finding new ways--in our fusion center--to look at hot spots, then correlate those to events," Traylor said. "Amazingly, we're wringing more and more out of [DSP] every day." Exploitation techniques now being developed will be even more effective when the more capable Space-Based Infrared System replaces DSP, he noted.

*Short-pulse lasers mounted on airborne or space platforms for imaging through smoke, fog, camouflage netting and other battlefield obscurants. Prototypes have demonstrated the feasibility of these specialized laser systems for both air-to-ground imaging and high-bandwidth communications. However, they have been prone to high error rates and poor reliability, and require additional development, Traylor said.

*A laser radar concept for locating and tracking space debris as small as 5 cm. (2 in.) in low-Earth orbit. A cooperative program--called "Razor View"--with the Australian government and a commercial company is aimed at demonstrating the pulsed-laser system.

*A "near-space maneuvering vehicle" operating in the upper atmosphere at altitudes of 100,000 ft.-100 mi. "There's not a whole lot going on in that regime. This uses a piece of the atmosphere that nobody's aggressively exploited since the days of the X-15 [experimental rocket aircraft] in the 1960s," Traylor said. "It's essentially based on blimp technology." Under a Space Battle Lab experiment, a 175-ft.-long, helium-filled vehicle is to be flown this month from a test site near Fort Stockton, Tex. JP Aerospace of California is building the V-shaped balloon-like vehicle, which will carry a small "command-and-control" payload to about 100,000 ft., a USAF Space Command spokesman said. With "a small propulsion system of some kind," the blimp will be able to maintain a desired location (called "station-keeping"), move to new sites, transmit and receive data and ultimately land back on Earth, Traylor said. Eventually, such a vehicle might be used as a radio relay platform, or a cheap "satellite" carrying communications packages, intelligence/surveillance/reconnaissance systems and hyperspectral sensors.

*Mitigating the vulnerability of satellite communications and unmanned aerial vehicle data and control links. SWC aggressor squadrons are actively probing existing data link systems to identify those weaknesses and find ways to improve their robustness.

*Developing ways to optimize GPS signal accuracies and reduce GPS system vulnerabilities (AW&ST June 9, 2003, p. 44). Prior to the war in Iraq last year, SWC "aggressors worked with special operators, giving them some [GPS jamming] training just before they deployed," Traylor said. "That was extremely effective in raising the awareness of GPS vulnerabilities--and of countertactics they came up with. Proof of the concepts' [effectiveness] is that we used GPS-guided weapons to take out GPS jammers."

Space aggressor units also have contributed to elevating U.S. military commanders' awareness of "how it's becoming increasingly difficult to hide," thanks to widely available commercial imagery, Traylor said. Open-source images can reveal unit locations, strengths and movements, and are typically accessible by anyone with an Internet connection and a credit card. Weaknesses uncovered by space aggressors are often routed to Pentagon offices responsible for either exercising shutter control methods, or simply buying up commercial imagery during sensitive operations

