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1 Scope

1.1 Identification  

This draft engineering note defines the preliminary requirements related to the interface between Digital Antenna Electronics (DAE) / Micro-Electro-Mechanical Sensor (MEMS) Inertial Measurement Unit (IMU) or MIMU and a Digital Global Positioning System (GPS) Receiver Module (DRM).  

This Interface Control Document (ICD) is not intended to define the requirements related to the interface to the Host Application Equipment (HAE) or to a platform’s Mission Computer (MC).  It is recommended that you refer to lower level specifications or GPS-GRAM-001 “Guidelines for the Global Positioning System (GPS) Receiver Application Module” and its’ referenced ICDs for this information.  

The International Traffic in Arms Regulation (ITAR) will cover products and services related to this ICD. See Section 1.4 for details.

1.2 System Overview

GPS is a space-based radio navigation system that provides the user with extremely accurate three-dimensional position, three-dimensional velocity, and time. GPS receivers have many form factors but can generally be described as consisting of an antenna, an antenna electronics (signal amplifier/filters), a signal processor to compute the position, velocity, and time (PVT) solution, and a control/display. For most applications, the control/display is a separate line replaceable unit (LRU) shared by other avionics systems, or it is an integral part of the signal processor.  

Advances in the Global Positioning System User Equipment (UE) architectures and associated improvements for the GPS Modernization and Navwar programs has necessitated that GPS UE configurations evolve to take advantage of the new technologies that offer improved anti-jam (A/J) capabilities.  

These advanced architectures include DAEs that downconvert, digitize, and perform space-time adaptive processing (STAP) or other types of digital A/J mitigation.  The DAE outputs, along with control/status, will be transmitted to a DRM.   A MEMS IMU will be incorporated along with the DAE (or as close to the antenna as possible) to provide antenna attitude information, which along with Satellite Vehicle (SV) steering vector data from the DRM, will be used to support beam/null steering functions.  The DAE, MIMU, receiver, and navigation processor will all be synchronized via precise timing signals.  

Fundamentally, the DRM will contain the digital signal processing and cryptography necessary to acquire, track, and demodulate Navstar GPS signals with selective availability anti-spoofing module (SAASM) or militarized GPS navigation security  (NAVSEC) architecture (MGNA) security features.  The DRM should be designed such that it can be used with a variety of GPS Radio Frequency (RF) front ends from single element Fixed Reception Pattern Antenna (FRPA) type systems to multi-element Controlled Reception Pattern Antenna (CRPA) systems that already provide for some level of increased jamming protection.  The DRM will be configured to output SV steering vectors to the DAE and corrected GPS pseudorange and delta range measurements, PVT, and/or a blended GPS aided inertial navigation system (GPS/INS) solution to the HAE or MC.  Optional capabilities may include a GPS/INS ultra-tight coupling mechanization.

The multi-beam digitized Intermediate Frequency (IF) data, along with DAE control and status data, DRM steering vectors, MIMU delta thetas, delta velocities, control and status, and system synchronization signals will all be multiplexed/demultiplexed over existing cabling.  This will allow current platforms to gain A/J performance without large host platform integration costs.  A simplified block diagram is shown in Figure 1. 

1.3 Document Overview

This ICD is unique in so far as that it does not specify interface requirements for a single sub-system or LRU, nor does it provide all the specifications required for any single integration.  Instead, it is an attempt to specify the new interfaces, with a focus on bus and data interfaces, required to modernize GPS UE to increase jamming resistance.  Although some of the mechanical, connector and power interface information is included, this information is provided for information purposes.  The DRM, DAE and MIMU developers should rely on platform specific, lower level specifications for additional details.  The interfaces covered by this ICD are described in Section 1.1, and are shown in Figure 1.

MIL-HDBK-2222, “Department of Defense (DoD) Handbook for Interface Control Documentation for Avionic Systems” and YEN 75-13 “Navstar Global Positioning System (GPS) Interface Control Working Group Charter” were used as guides for format and content in preparing this ICD.  

1.3.1 Document Objectives

The primary objective of this ICD is to provide a standard digital interface definition between a DAE (that includes a MEMS IMU) and a DRM.  This will ensure interoperability and interface standardization of DAEs and DRM used in tactical and strategic equipment and subsystems, and will provide compatibility among users to help minimize life-cycle costs and enhance supportability.

This ICD shall not be used by government or contractor procurement agencies for the acquisition of GPS components.
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Figure 1.  DAE/MIMU - DRM Interface Block Diagram

1.4 Security And Export Control Considerations

The interfaces described in the document do not contain classified information.  However, if the DRM contains SAASM or MGNA security features, the interface to the HAE or MC may contain classified data.  The DRM developer should refer to the Navstar GPS System Protection Guide (SPG) and/or the Security Classification Guide (SCG) assigned by the specific contracting agency for security guidance. The existence of classified data may result in Tempest requirements being imposed on the receiver and host equipment.

Defense articles and services, and technical data related to and created from this ICD will fall under the jurisdiction of the ITAR and the US Munitions List.  US Government agencies and private individuals or enterprises must refer to Title 22 Code of Federal Regulations (CFR) 120-130 for specific ITAR export control guidance.

1.5 Document Revisions and Approvals

1.5.1 Document Revision Procedures

The GPS Joint Program Office (JPO) in the Space and Missile Systems Center (SMC) of the Air Force Material Command (AFMC) is responsible for the development, configuration control, and life cycle support of this ICD.

The contents of this ICD are subject to changes in requirements, state of the art technology developments and comments received from users of the ICD.  Initially, the ICD will be subjected to review on a biannual basis for revision or reaffirmation.  Comments for revision of the ICD are welcome from any interested party.  Suggestions for changes in the ICD should be in the form of proposed change of text, together with appropriate supporting comments.  Proposed revisions should be forwarded to:

GPS Joint Program Office, SMC/CZUR

Space and Missile Systems Center

2435 Vela Way, Suite 1613

El Segundo, CA 90245-5500

Comments should be submitted at least three months prior to a scheduled Digital UE Interface Working Group (DUEIWG) meeting.  DUEIWG meetings will be tentatively convened during March and September of a calendar year if there is sufficient need based on the quantity of comments and their potential impacts on users of the ICD.

The GPS JPO will review all proposed revisions.  The comments and the JPO’s proposed resolutions to those comments and rationale will be coordinated with all three Services.  They will be distributed to all members of the DUEIWG (and to the originator of each of the comments) at least one month prior to a planned DUEIWG meeting.  Proposed change pages to the ICD will also be provided. 

If the DUEIWG is convened, all proposed revisions to the ICD will be reviewed, and resolution of the changes will be finalized.  Subsequently, the ICD will be updated and processed through a coordination sign-off procedure with SMC/CZU, CZA (Army), CZF (Air Force), and CZN (Navy) Service Deputies.  If the changes affect users from another Agency, that agency will be added to the coordination procedure. The approved revised ICD will be distributed to DUEIWG members and other interested parties. 

1.5.2 Formal Document Approval

The following signatories must approve this ICD to make it effective:

Program Manager, GPS User Equipment, Navstar GPS Joint Program Office

Joint Service Systems Management Office (SMC/CZW)

1.5.3 Future Interface Considerations

The intent of the DUEIWG is to serve the JPO’s need for a common digital interface between a DAE and a DRM.  It is expected that DUEIWG will consider new UE architectures for standardization along with the rapid advancements in technology or newly defined STAR threats.  

Future UE architectural improvements may include the addition of an optical cable to replace the coaxial cables.  The optical cable may be required to handle the bus bandwidth demands when analog-to-digitial (A/D) conversion technology is available and affordable to support digitizing directly at the GPS Radio Frequencies.   Eventually, the DAE and DRM may be collocated on one LRU, eliminating the need for any interfacing cable.

The Joint Technical Architecture (JTA) requirements include standards that require application to the design and production of the GPS system and contain standards that require flow-down to lower level specifications. The application of JTA requirements must be consistent with contractual requirements.

Applicable Documents

The following documents form a part of the GPS UE standards as specified herein.  Refer to the document revision that is applicable to the receiver being used or the document revision in effect on the date of the request for proposal.

In the event of a conflict between the requirements of this ICD and the references cited herein, the requirements of this document take precedence. Nothing in this document, however, supersedes applicable laws and regulations unless a specific exemption has been obtained.

1.6 Government Documents

	GPS-GRAM-001
	Guidelines For The Global Positioning System (GPS) Receiver Application Module (GRAM)

	SS-GAS1-300A
	System/Segment Specification For The Global Positioning System Antenna System – 1 (GAS-1) Of The User Segment Navstar Global Positioning System

	CI-GAS/AE-300A
	Critical Item Development Specification for the Antenna Electronics (AE) Line Replaceable Unit (LRU) of the Navstar Global Positioning System  Antenna System – 1 (GAS-1) – Appendix I to SS-GAS1-300A

	CI-GAS1/CRPA-300A
	Critical Item Development Specification for the Controlled Reception Pattern Antenna (CRPA) Line Replaceable Unit (LRU) of the Navstar Global Positioning System  Antenna System – 1 (GAS-1), Appendix II to SS-GAS1-300A

	CI-AE-3060A
	Prime Item Development Specification for the AS-3820/AR Antenna Electronics 1 (AE-1) of the User Segment Navstar Global Positioning System

	CI-AE-3060A-1
	Addendum Specification for the AS-3820B/AR Antenna Electronics 1 (AE-1A) of the User Segment Navstar Global Positioning System

	CI-AE-3061A
	Prime Item Development Specification for the AM-7314/URN Antenna Electronics Amplifier of the User Segment Navstar Global Positioning System

	GPS SPG 
	Navstar Global Positioning System Protection Guide 

	GPS SCG
	Navstar Global Positioning System Security Classification Guide

	JTA 
	Department Of Defense Joint Technical Architecture 

	STAR
	System Threat Assessment Report

	MIL-HDBK-2222
	Department of Defense (DoD) Handbook For Interface Control Documentation For Avionic Systems

	YEN 75-13
	Navstar Global Positioning System (GPS) Interface Control Working Group Charter

	MIL-C-39012
	Connectors, Coaxial, Radio Frequency, General Specification for

	TBD
	Technical Requirements Document (TRD) for the Navigation Warfare Advanced Concept Technology Demonstration II (ACTD II) Digital Antenna Electronics (DAE).


1.7 Non-Government Documents

	EIA RS-422
	Electrical Characteristics of Balanced Voltage Digital Interface Circuits 

	IBM GA27-3093
	IBM Synchronous Data Link Control (SDLC) – Concepts


Requirements

1.8 DAE Bus and Data Interface

The DRM to DAE multi-beam digitized Intermediate Frequency (IF) data, along with DAE control and status data, MIMU delta thetas, delta velocities, control and status, and system synchronization signals will be multiplexed/demultiplexed over existing platform (coaxial) cabling.  When applicable, data is transmitted in byte form with the least significant bit of each byte being transmitted first.  The least significant byte of multi-byte words will be transmitted first. Figure 2 shows the main components of the DAE/MIMU to DRM interface.


[image: image2.wmf]CRPA

Digital Antenna

Electronics (DAE)

Processing

MEMS IMU

Multiplexer

Manchester

Modulator

Multiplexer

Manchester

Demodulator

Diplexer

Coaxial Cable

(Transport Medium)

Digital Antenna Electronics

Multiplexer

Manchester

Modulator

Multiplexer

Manchester

Demodulator

Diplexer

Digital GPS Receiver

(DRM)

Processing

Digital GPS Receiver Module


Figure 2.  DAE/MIMU to DRM Digital Connection
Manchester modulation will be utilized to encode the clock and data.  Manchester encoding splits each bit period into two, and ensures that there is always a transition between signal levels in the middle of each bit.  In this technique, the actual binary data to be transmitted over the cable are not sent as a sequence of logic 1’s and 0,s, as in non-return to zero (NRZ).  Instead, Manchester code is a two level code generated by modulo 2 (exclusive-OR) addition of an NRZ signal with its associated clock signal, which enables the simultaneous transporting the clock and data. This allows the receiver to synchronize with the sender. The clock recovery is easy since the clock is still there during transmission idle periods and it enables synchronous transmission with messages sent periodically or not.  Additionally, the Manchester clock recovered at the DAE can be used to drive the local oscillator (LO) for the first down conversion of the GPS RF signal before digitization.  The Doppler corrected 1.023 Megahertz (MHz) frequency will be utilized as the data clock.  The DAE will adjusts its clock reference using the bit rate clock of the data transmission from the DRM e.g. the DRM will send the absolute time value every second to the DAE.

1.8.1 DAE Input Data

If the DAE is to perform beamforming it will need SV data.  Additionally, messages will be implemented to provide flexibility for synchronization mechanization with the MIMU.   

1.8.1.1 DAE Input Data – Message #1

The main DAE input data message will be comprised of the header, the message field consisting of 12 general bytes, followed by 6 bytes per SV channel and the message data field checksum.  The message data rate is TBD (configurable? 50 -500 Hz).  The message shown is designed to be scaleable.  Four or more channel (a channel here is equivalent to a beam) inputs can be included when upgrading a CRPA with beamforming capability (add or subtract 6 bytes for each SV channel), or the message can be limited to the 12 general bytes in the FRPA upgrade scenario. Table 1 depicts the nominal DAE input data message, which is comprised of six SV channels.  Message details are described in paragraph 5.1.1 of this document.

Table 1.  DRM to DAE Input Data Message #1
	Byte #
	Contents
	Units
	Comment

	1-10
	Header
	NA
	Bytes 1-8 = header info, bytes 9-10 = header checksum

	11-18
	GPS Time
	Sec
	64-bit floating point

	19
	DAE Mode
	Discrete
	DAE control and mode commands

	20
	Msg. Type
	Discrete
	

	21-22
	AGC
	A/D bits
	Automatic Gain Control

	23-24
	SV Data 1
	Mixed
	Bytes 23-28 are for Channel 1

	25-26
	Azimuth 1
	Semi-circles
	

	27-28
	Elevation 1
	Semi-circles
	

	29-30
	SV Data 2
	Mixed
	Bytes 29-34 are for Channel 2

	31-32
	Azimuth 2
	Semi-circles
	

	33-34
	Elevation 2
	Semi-circles
	

	35-52
	SV data 

3-5
	
	Channel 3 – Channel 5 data, Note 1

	53-54
	SV Data 6
	Mixed
	Bytes 65-70 are for Channel 8

	55-56
	Azimuth 6
	Semi-circles
	

	57-58
	Elevation 6
	Semi-circles
	

	59-60
	Checksum
	Integer
	

	Notes:

1. 6 bytes per channel as shown for SV channels 1 & 2.


1.8.1.2 DAE Input Data – Message #2

The DAE input data message #2 will be comprised of a 10-byte header only, with bytes 3 and 4 containing a unique message identifier.  The message data rate is 1 Hz and the start of the message transmission is coincident with the DRM Time-Mark (TM - internal 1 Hz tracking sequence time) pulse. 

The DRM hardware (HW) must be mechanized to transmit this “soft discrete” message at a precise time with a fixed latency and minimal jitter.  All other input/output (I/O) would need to be scheduled not to delay the output of this message.  Note: DAE could probably be mechanized to predict this, reducing the latency to zero; the message would still be read by the DAE for BIT purposes).  The DAE would then set a HW discrete for the MIMU.  The transition of this discrete at the MIMU connector would cause an internal MIMU time-tag clock to reset.  The MIMU H/W would be mechanized to read and store this time-tag counter coincident with the internal latching of instrument data.  Finally, the MIMU software would read this stored time-tag and insert the data into the MIMU output message.

Table 2 depicts DAE input message #2.  Message details are described in paragraph 5.1.2 of this document.  

Table 2.  DRM to DAE Input Data Message #2

	Byte #
	Contents
	Units
	Comment

	1-10
	Header
	NA
	Bytes 1-8 = header info, bytes 9-10 = header checksum

	Note:

1. Bytes 3 and 4 contain a unique message identifier.


1.8.1.3 DAE Input Data – Message #3

The DAE input data message #3 will be comprised of a 10-byte header only, with bytes 3 and 4 containing a unique message identifier.  The message data rate is 100 Hz and the start of the message transmission is coincident with the DRM Time-Mark (TM - internal 1 Hz tracking sequence time) pulse. (TBD -- Could we allow this to be variable based on pre-defined MIMU Cal data or the rate specified in the main DRM output message.  Draper plans on using 50 Hz, Litton & Honeywell use 100 Hz in their currently available IMUs.  If this were variable, would there ever be a need for two separate messages – ie. Message #2 & #3, or could we specify one, variable rate “soft discrete”?).

The DRM HW must be mechanized to transmit this “soft discrete” message at a precise time with a fixed latency and minimal jitter (all other I/O would need to be scheduled not to delay the output of this message.  Note: DAE could probably be mechanized to predict this, reducing the latency to zero; the message would still be read by the DAE for BIT purposes).  The DAE would then set a HW discrete for the MIMU.  The IMU phase locks to this signal and adjusts its’ instrument data sampling period to be in phase with this external sync signal.   The accuracy of this is application specific and is tied to the MIMU phase look loop (PLL) implementation.  The time at which the instrument data is sampled by the MIMU is changed in discrete steps until the data sampling occurs at the same time as the rising edge of the input sync pulse. The smaller the difference between the MIMU clock and the external sync input the less the output data jitter.

Table 3 depicts DAE input message #3.  Message details are described in paragraph 5.1.3 of this document.  

Table 3.  DRM to DAE Input Data Message #3

	Byte #
	Contents
	Units
	Comment

	1-10
	Header
	NA
	Bytes 1-8 = header info, bytes 9-10 = header checksum

	Note:

1. Bytes 3 and 4 contain a unique message identifier.


1.8.2 DAE Output Data

A time division multiplex shall be used to transmit all DAE output data on the same transmission medium.  Each channel is periodically sampled and assigned to a certain time slot within the digital multiplex output.  The multiplex output will also contain time slots for the frame code and a service channel (which will contain all of the low-speed DAE output data).  The operation combining the various information channels with the frame code is achieved by the multiplexer.  At the other end, a demultiplexer must recover timing and framing in order to assign each data sample to the proper channel.  The frame code is used for channel recognition by the demultiplexer.  The data transmit clock will be 1.023 GHz.  The DAE Output data will consist of the messages as described in the following paragraphs.

1.8.2.1  DAE Output Data Sub-frame Format – Message #1

As represented in Figure 3 a distributed multiplex with six GPS four-bit channels (2-bits I, 2-bits Q) sampled at 40.92 Mega samples/second (Msps) will be implemented. The frame code length (N) shall be an 11 bit long Barker code which is a pseudo random code derived primitive from a promitive polynomial.  The subframe length (S) is 50 bits and the frame length (S*N) is 550 bits.  The total multiplex bit rate is 1023 Mega bits/second (Mbps), 163.68 Mbps per GPS channel, a 20.46 Mbps service channel for transmission of control and other miscellaneous information (all other DAE output messages) and a 20.46 Mbps frame code channel. 
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Hz "soft discrete" message doesn't arrive with the known latency, then a "sync failure bit" would be set in a DAE

and/or MIMU status word(s).
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Figure 3.  DAE to DRM Sub-frame Format
This message is designed to be scaleable.  Up to six channel (a channel here is equivalent to a beam) outputs can be included when upgrading to a CRPA with beamforming capability, or the message can be limited to a single channel output in the FRPA upgrade scenario.  All unused reserve channels shall output logic one for all data bits.  Table 4 depicts a complete DAE sub-frame.  This DAE output data message is composed of up to 6 channels (beams) of complex data and is represented as shown in Table 5.
Table 4.  DAE to DRM Sub-frame Data

	Bit #
	Contents
	Comment

	1
	Frame code
	1-bit per sub-frame (11-bit  Barker Code), 20.46 Mbps

	2-3
	Channel 1
	Inphase (I), signed 2-bit 

	4-5
	Channel 1
	Quadrature (Q), signed 2-bit

	6-7
	Channel 2
	I, signed 2-bit 

	8-9
	Channel 2
	Q, signed 2-bit 

	10-11
	Channel 3
	I, signed 2-bit 

	12-13
	Channel 3
	Q, signed 2-bit 

	14-15
	Channel 4
	I, signed 2-bit 

	16-17
	Channel 4
	Q, signed 2-bit 

	18-19
	Channel 5
	I, signed 2-bit 

	20-21
	Channel 5
	Q, signed 2-bit 

	22-23
	Channel 6
	I, signed 2-bit 

	24-25
	Channel 6
	Q, signed 2-bit 

	26
	Service Bit
	Service Channel, 1-bit per sub-frame, 20.46 Mbps

	27-28
	Channel 1
	I, signed 2-bit 

	29-30
	Channel 1
	Q, signed 2-bit

	31-32
	Channel 2
	I, signed 2-bit 

	33-34
	Channel 2
	Q, signed 2-bit 

	35-36
	Channel 3
	I, signed 2-bit 

	37-38
	Channel 3
	Q, signed 2-bit 

	39-40
	Channel 4
	I, signed 2-bit 

	41-42
	Channel 4
	Q, signed 2-bit 

	43-44
	Channel 5
	I, signed 2-bit 

	45-46
	Channel 5
	Q, signed 2-bit 

	47-48
	Channel 6
	I, signed 2-bit 

	49-50
	Channel 6
	Q, signed 2-bit 


Table 5.  Digitized RF Data Bit Representation

	Level
	Sign
	Mag

	+3
	1
	1

	+1
	1
	0

	-1
	0
	0

	-3
	0
	1


DAE Output Data – Message #2

The DAE output data message #2 will be comprised of the header, a 6-byte message field and the message data field checksum.  The message data rate is TBD 20-50 Hz.  This data message will allow large amounts of DAE status/test information to be transmitted with a minimal impact on bus bandwidth.  This message will be transmitted utilizing the “service channel” as shown in Figure 3.  Table 6 depicts DAE output message #2.  Message details are described in paragraph 5.2.2 of this document.  

Table 6.  DAE to DRM Output Data Message #2

	Byte #
	Contents
	Units
	Comment

	1-10
	Header
	NA
	Bytes 1-8 = header info, bytes 9-10 = header checksum

	11-12
	DAE Status
	Discrete
	16 discrete bits

	13-14
	DAE Mode
	Discrete
	Note 1.

	15-16
	Mux Count
	Integer
	Unsigned 16-bit fixed-point


See 

	Table 7
. 

	19-20
	Checksum
	Integer
	

	Notes:

1. The DAE mode byte contains mode information such as – DAE initializing, DAE executing in a degraded mode, DAE in Commanded BIT, number of beams in message #1 etc…


1.8.2.1.1 DAE Multiplexed Output Data

Multiplexed output data words will be used to output any low rate data that may be useful during normal operations, evaluation, DAE calibration, or test.  The “mux count” and the “mux data” will provide flexibility for the transmission of this status and/or test data.   This implementation enables large amounts of DAE status/test information to be transmitted with a minimal impact on bus bandwidth. The 8-bit mux count will allow for 256 unique 16-bit data items to be instrumented.  The actual amount of data that could be transmitted would be application specific depending on the DAE data rate, as well as the data update rate required for each individual multiplexed word.  A sample “DAE Multiplexed Data Word Contents” table is shown in Table 7.  Multiplexed words 0-25 should be consistent for all DAEs.  Manufacture or application unique multiplexed data should follow.  DAE multiplexed data word details are described in Section 5.2.2.1 of this document.

Table 7.  DAE Multiplexed Data Word Contents

	Mux Count
	Contents
	Units
	Comment

	0
	Detailed Status 0
	Discrete
	Details of DAE Status bit 0

	1
	Detailed Status 1
	Discrete
	Details of DAE Status bit 1

	…
	
	
	

	…
	
	
	

	15
	Detailed Status 15
	Discrete
	Details of DAE Status bit 15

	16
	DAE Serial #
	uspi
	Integer

	17
	PGM Checksum
	sspi
	Integer

	18
	DAE Part # / SW#
	uspi
	Integer

	19
	DAE SW Date
	NA
	Coded

	20
	CAL Checksum
	sspi
	Integer

	21
	System Temperature
	(C
	Integer, B7.8

	22
	Analog Ground
	Vdc
	Integer

	23
	Voltage Monitor 
	Vdc
	Integer

	24
	Voltage Monitor 
	Vdc
	Integer

	25
	Voltage Monitor 
	Vdc
	Integer

	…
	
	
	

	Notes:

1. Multiplexed data words can be utilized to output any low rate data that may be useful during normal operations, evaluation or test.  The 8-bit mux count will allow for 256 unique 16-bit data items. 

2. “DAE Main Status Word” should contain top-level status information.  The corresponding “Detailed Status Words” (DSWx) should contain additional detailed status information.




1.8.2.2 DAE (MIMU) Output Data – Message #3

This DAE (MIMU) message data rate is TBD (configurable? 50 -500 Hz).  The data interface will utilize 24-bit fixed-point data representation (TBD – or do developers prefer floating point? IEEE?) for (Vs and ((s, and will allow large amounts of MIMU status/test information to be transmitted with a minimal impact on bus bandwidth.  This message will be transmitted utilizing the “service channel” as shown in Figure 3. 

Table 8 depicts the MIMU message.  Message details are described in Section 5.2.3 of this document. 

Table 8.  DAE (MIMU) to DRM Output Message #3
	Byte #
	Contents
	Units
	Comment

	1-10
	Header
	NA
	Bytes 1-8 = header info, bytes 9-10 = header checksum

	11-22
	Time-tag
	(sec
	

	13-15
	X (V
	Meters/Sec
	Signed 24-bit fixed point 

	16-18
	Y (V
	Meters/Sec
	Signed 24-bit fixed point

	19-21
	Z (V
	Meters/Sec
	Signed 24-bit fixed point 

	22-24
	X ((
	Radians
	Signed 24-bit fixed point

	25-27
	Y ((
	Radians
	Signed 24-bit fixed point 

	28-30
	Z ((
	Radians
	Signed 24-bit fixed point

	31-32
	IMU Status
	Discrete
	16 discrete bits

	33
	Mux Count
	Integer
	Unsigned 8-bit fixed-point

	34
	IMU Mode
	Discrete
	Note 1.

	35-36
	Mux data
	N/A
	See Table 9, Note 2. 

	37-38
	Checksum
	Integer
	

	Notes:

1. The IMU mode byte contains mode information such as -- IMU initializing, IMU instrument data validity, IMU executing in a degraded mode, IMU in sync, IMU in Commanded BIT, etc…




1.8.2.2.1 MIMU Multiplexed Output Data

Multiplexed output data words will be used to output any low rate data that may be useful during normal operations, evaluation, sensor calibration, or test.  The “mux count” byte and the “mux data” word will provide flexibility for the transmission of this status and/or test data.   This implementation enables large amounts of MIMU status/test information to be transmitted with a minimal impact on bus bandwidth. The 8-bit mux count will allow for 256 unique 16-bit data items to be instrumented.  The actual amount of data that could be transmitted would be application specific depending on the MIMU data rate, as well as the data update rate required for each individual multiplexed word.  A sample “Multiplexed Data Word Contents” table is shown in Table 9.  Multiplexed words 0-31 should be consistent for all MIMUs.  Manufacture or application unique multiplexed data should follow.  MIMU multiplexed data word details are described in Section 5.2.3.1 of this document. 

Table 9.  MIMU Multiplexed Data Word Contents
	Mux Count
	Contents
	Units
	Comment

	0
	Detailed Status 0
	discrete
	Details of IMU Main Status Word bit 0

	1
	Detailed Status 1
	discrete
	Details of IMU Main Status Word bit 1

	…
	
	
	

	…
	
	
	

	15
	Detailed Status 15
	discrete
	Details of IMU Main Status Word bit 15

	16
	IMU Serial #
	N/A
	Integer

	17
	IMU PGM Checksum
	N/A
	Integer

	18
	IMU Part # / SW#
	N/A
	Integer

	19
	IMU SW Date
	N/A
	Coded

	20
	CAL Checksum
	N/A
	Integer

	21
	Accel X temperature
	(C
	Integer, B7.8

	22
	Accel Y temperature
	(C
	Integer, B7.8

	23
	Accel Z temperature
	(C
	Integer, B7.8

	24
	Gyro X temperature
	(C
	Integer, B7.8

	25
	Gyro Y temperature
	(C
	Integer, B7.8

	26
	Gyro Z temperature
	(C
	Integer, B7.8

	27
	System Temperature
	(C
	Integer, B7.8

	28
	Analog Ground
	Vdc
	Integer

	29
	Voltage Monitor +5
	Vdc
	Integer

	30
	Voltage Monitor +15
	Vdc
	Integer

	31
	Voltage Monitor -15
	Vdc
	Integer

	…
	
	
	

	Notes:

1. Multiplexed data words can be utilized to output any low rate data that may be useful during normal operations, evaluation or test.  The 8-bit mux count will allow for 256 unique 16-bit data items. 

2. “IMU Main Status Word” (Table 13, bytes 19-20) should contain top-level status information.  The corresponding “Detailed Status Words” (DSWx) should contain additional detailed status information.  A few examples follow.

a. If “IMU Main Status Word” bit 0 = CPU or Memory failure then DSW0 would contain CPU or Memory failure details.

· DSW0 bit 0 = Program Checksum failure 

· DSW0 bit 1 = Calibration Memory Checksum failure

· DSW0 bit 2 = RAM test failure

· DSW0 bit 3 = CPU opcode test failure

· DSW0 bit 4 = Unexpected/Invalid Interrupt failure

· DSW0 bit 5 = Duty cycle test fail

· DSW0 bit 6 = Sync signal is not present (Initialization)

· DSW0 bit 7 = Sync signal has been lost

· DSW0 bits 8-15 – reserved for additional CPU or Memory related BIT.

b. If “IMU Main Status Word” bit 1 = Power Supply failure then DSW1 would contain Power Supply failure details.

· DSW1 bit 0 = +5 volt failure 

· DSW1 bit 1 = -15 volt failure

· DSW1 bit 2 = +15 volt failure

· DSW1 bits 3-15 – reserved for additional Power Supply related BIT.




1.8.2.3 DAE Output Data – Message #4

The DAE output data message #4 will be comprised of a 10-byte header only, with bytes 3 and 4 containing a unique message identifier.  The message data rate is equal to the MIMU data output rate (TBD 50-1000 Hz.) 

The MIMU will output a H/W discrete that was coincident with the internal latching of the instrument data samples.  Upon receipt of this Time-of-Validity (TOV) discrete from the MIMU, the DAE will output this “soft discrete” message to the DRM.  The DRM can reset an internal time-tag clock coincident with its' 1 Hz tracking sequence and then read and store this time-tag clock upon receipt of the TOV "soft discrete" message.  When the next MIMU delta velocity/delta theta data message arrives the DRM knows that the data was valid at the reception of the previous "soft discrete" message. 

Note: The H/W discrete will go to the DAE, which then must output a message.  Unlike the 1PPS/TM DRM to DAE “soft discrete”, this discrete will be asynchronous to the Manchester input clock.  This “soft discrete” message will have additional latency and jitter associated with the DAE I/O processors context switch, interrupt priority and I/O task scheduling mechanization.  These same latency and jitter issues will also apply to the DRM processor (example – 1 msec of jitter is added to this “soft discrete” message if the DRM input messages are processed by its’ internal 1KHz interrupts).
This message will be transmitted utilizing the “service channel” as shown in Figure 3.  Table 6 depicts DAE output message #4.  Message details are described in paragraph 5.2.4 of this document.  

Table 10.  DAE to DRM Output Data Message #4

	Byte #
	Contents
	Units
	Comment

	1-10
	Header
	NA
	Bytes 1-8 = header info, bytes 9-10 = header checksum

	Note:

1. Bytes 3 and 4 contain a unique message identifier.


1.9 DAE Discrete Interface

No DAE discretes are required. (TBD –Goal)
1.9.1 DAE Operational Description and Modes

The DAE consists of the GPS signal front-end downconversion, RF/IF anti-jam processing and conversion to IF digital GPS sampled data.  The DRM utilizes this digitized IF data, along delta thetas and delta velocity data from the MIMU, to compute azimuth and elevation angles that are fed back to the DAE to support beamforming.  The DAE operational description and modes are described in the “Technical Requirements Document (TRD) for the Navigation Warfare (NAVWAR) Advanced Concept Technology Demonstration II (ACTD II) Digital Antenna Electronics (DAE)” document.  (Note: The current TRD does not provide an adequate DAE operational description nor a mode transition diagram – TBD).   

1.10 DAE Software

1.10.1 DAE System Software Configuration

DAE software configuration information should be output as part of the multiplexed data.  If additional configuration information is required (because of a special purpose controller to handle I/O or STAP for example) then additional multiplexed words can be defined.  

It is also expected that the DAE software may contain some configurable features.  Number of bits/beam output and intermediate frequency are some examples of areas in which the DAE software may be configurable.  If these features are available in the DAE, then it is recommended that one or more multiplexed data words be defined such that the DAE can communicate its operating configuration.

1.10.2 DAE Built-In-Test (BIT)

The DAE software should perform and provide results for three types of BIT; start-up (SBIT), initiated (IBIT), and continuous (CBIT).  Specific BIT requirements, including those related to failure detection capabilities, fault isolation and false alarm should be defined in the “Technical Requirements Document (TRD) for the Navigation Warfare (NAVWAR) Advanced Concept Technology Demonstration II (ACTD II) Digital Antenna Electronics (DAE)” document. (Note: The current TRD does not discuss start-up or continuous BIT.  Additionally, it does not specify requirements related to failure detection capabilities, fault isolation or false alarm rates – TBD.)
1.11 DAE Power Interface

The DAE power interface is described in the “Technical Requirements Document (TRD) for the Navigation Warfare (NAVWAR) Advanced Concept Technology Demonstration II (ACTD II) Digital Antenna Electronics (DAE)” document.

1.12 DAE Common Configuration Upgrades

The (TBD – goal is for the) multi-beam digitized Intermediate Frequency (IF) data, along with DAE control and status data, MIMU delta thetas, delta velocities, control and status, and system synchronization signals will be multiplexed/demultiplexed over existing platform cabling.  All DAE mechanical interfaces, cabling and connectors are, therefore, considered to be platform/application specific.  These requirements will be specified in lower level specifications.  The following paragraphs briefly describe some of the common configurations that may be upgraded. 

1.12.1 GAS-1 AE Replacement

The GAS-1 AE accepts seven RF signal inputs from a 7-element GAS-1 CRPA LRU and other existing 7-element CRPAs within the military inventory and processes these to provide interference suppressed GPS signal outputs for up to three GPS Receivers.  The AE unit is capable of modifying the quiescent antenna pattern of the CRPA to create nulls or null regions in the direction of the spatially distributed interference sources within the GPS frequency bands.  

1.12.1.1 GAS-1 AE Mechanical Interface

The GAS-1 AE external dimension is specified to be no larger than 304.8 mm x 214.4 mm x 57.6 mm (12( x 8.6( x 2.27(), excluding connectors. A mechanical interface drawing can be found in CI-GAS/AE-300A, “Critical Item Development Specification for the Antenna Electronics (AE) Line Replaceable Unit (LRU) of the Navstar Global Positioning System Antenna System – 1 (GAS-1)” – Appendix I to SS-GAS1-300A (Appendix I to SS-GAS1-300A).  All DAE mechanical interfaces (form factors, mounting methods, and all related tolerances) are considered to be application specific.  These requirements will be specified in lower level specifications.  

1.12.1.2 GAS-1 AE Cables and Connectors

This AE unit provides two filtered IF outputs, one containing Link 1 (L1) GPS signals down converted from 1575.42 MHz to 173.9 MHz, and the other containing Link 2 (L2) GPS signals down converted from 1227.6 MHz to 173.9 MHz.  The AE unit also provides two unfiltered RF Midcourse Receiver (MCR) outputs containing GPS signals at both L1 and L2.  The gain of these MCR channels is programmable from a multi-way interface connector.  All RF and IF coaxial connectors will have a characteristic impedance of 50 ohms.  A GAS-1 AE interface block diagram is shown in Figure 4.  The AE connectors are as specified in Table 11.  Additional details for the cable and connector interfaces for the GAS-1 AE are described in CI-GAS/AE-300A.
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Figure 4.  GAS-1 AE Interface Block Diagram

Table 11.  GAS-1 AE Connector Identification

	Connector Reference
	Type
	Part Number
(Or MIL-C-39012 Compliant Equivalent)

	J1
	TNC - Female
	M39012/32-0001

	J2
	N - Female
	M39012/04-0002

	J3 & J4
	TNC - Male
	KA-71-09

	J6
	SMA - Male
	M39012/55-3028

	J7 to J12
	SMA - Female
	M39012/58-3028

	J13
	D38999-Male
	20FF32PA

	E1
	Threaded stud
	.190 – 32UNF


1.12.2 AE-1 Replacement

The GAS-1 AE is a drop in replacement for the AE-1.  The connector types are the same but the AE-1 has only one MCR output.  Additionally, the AE-1/AE-1A has only one MCR gain setting.  Refer to CI-AE-3060A, “Prime Item Development Specification for the AS-3820/AR Antenna Electronics 1 (AE-1) of the User Segment Navstar Global Positioning System”, for any additional mechanical, cable or connector interface details.

1.12.3 AE-1A Replacement

The AE-1A is a Value Engineering Change Proposal (VECP) to the AE-1 contract and is therefore 100 percent backward/forward compatible with the AE-1.  Refer to CI-AE-3060A-1 (addendum specification to CI-AE-3060A) for any additional mechanical, cable or connector interface details.

1.12.4 AE-4 Replacement

The AE-4 is utilized along with a FRPA antenna and has one input and two outputs.  The input is RF (from antenna) while the two outputs are at IF.  The AE-4 amplifies the RF and then down converts to two discrete L1 and L2 outputs both at IF (173.9 MHz).  The AE-4 can only be used by IF GPS receivers (i.e. Receiver 3A, MAGR IF & GEM II).  RF GPS receivers cannot utilize AE-4’s (i.e. MAGR RF and GEM III).  

1.12.4.1 AE-4 Mechanical Interface

The AE-4 external dimension is specified to be no larger than 109.2 mm wide x 50.8 mm high x 231.1 mm deep (4.3( x 2.0( x 9.1(), excluding connectors. A mechanical interface drawing can be found in CI-AE-3061A, “Prime Item Development Specification for the AM-7314/URN Antenna Electronics Amplifier of the User Segment Navstar Global Positioning System”.  All DAE mechanical interfaces (form factors, mounting methods, and all related tolerances) are considered to be application specific.  These requirements will be specified in lower level specifications.  

1.12.4.2 AE-4 Cables and Connectors

The AE-4 has only three external coaxial connections.  All RF and IF coaxial connectors will have a characteristic impedance of 50 ohms.  An AE-4 interface block diagram is shown in Table 12.  The AE-4 connectors are as specified in Table 12.
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Figure 5.  AE-4 Interface Block Diagram

Table 12.  AE-4 Connector Identification

	Connector Reference
	Type
	Part Number
(Or MIL-C-39012 Compliant Equivalent)

	J1
	TNC - Female
	M39012/32-0001

	J2
	TNC - Male 
	KA-71-09

	J3
	N - Female
	M39012/04-0002


1.12.5 FRPA (No AE) Replacement 

For the FRPA antenna installation that does not include an AE, the integration is limited to a signal coaxial cable.  Additional cabling would be required to provide power to the DAE.  The integration would also need to determine where to put the DAE (would need to be within approximately 1 foot of the antenna).  All DAE mechanical interfaces (form factors, mounting methods, and all related tolerances) are considered to be application specific.  Refer to the platform’s lower level specifications for any additional mechanical, cable or connector interface details.

1.13 MIMU Bus and Data Interface (to DAE)

Data from the MIMU is transmitted on an EIA RS-422 serial bus using a simplified version of the IBM Synchronous Data Link Control (SDLC) framing format.  The standard SDLC protocol contains start, stop, control and address bytes and all frames terminate with two Frame Check Sequence (FCS) bytes that are used to detect data errors. Output data rate and binary scaling is considered application specific and must be specified in lower level specifications.  The MIMU SDLC interface will operate in a multi-point, half-duplex mode, with the MIMU acting as the controller.  For this reason, the control and address bytes are not required and should be omitted.

Figure 6 depicts the message frame structure.  It consists of a one-byte start (opening) flag, the information field, a two-byte FCS, and a one-byte stop (closing) flag.  The start and stop flags are used to allow the flexibility of variable length messages.  In order to maintain the unique flag byte pattern of a zero, six ones and a zero, the contents of the rest of the frame are constrained to five contiguous ones by artificially inserting zeros (zero bit insertion) before transmitting.  These zero bits must be removed by the DAE after reception.  The FCS field allows the user station to check the transmission accuracy of the frame.  This sequence is a 16–bit Cyclic Redundancy Check (CRC) as defined by SDLC protocol.  See IBM GA27-3093 for additional SDLC protocol details. 
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Figure 6.  Simplified SDLC MU Transmission Frame

The SDLC serial message uses a clocked, NRZ bit stream sequence to transmit serial digital data.  Message frames are bound at the beginning and end by sync flags (SDLC start and stop bytes).  Data is transmitted in byte form with the least significant bit of each byte being transmitted first.  The least significant byte of MIMU multi-byte words will be transmitted first.

1.13.1 MIMU Output Data

This MIMU data message is the same as described in section 3.1.2.3 with the exception that the SDLC protocol described above replaces the header and checksums described in the earlier section.  Table 13 depicts the MIMU to DAE output message.  Message details are described in Section 5.2.3 of this document. 

Table 13.  MIMU to DAE Output Message
	Byte #
	Contents
	Units
	Comment

	1-2
	Time-tag
	(sec
	

	3-5
	X (V
	Meters/Sec
	Signed 24-bit fixed point 

	6-8
	Y (V
	Meters/Sec
	Signed 24-bit fixed point

	9-11
	Z (V
	Meters/Sec
	Signed 24-bit fixed point 

	12-14
	X ((
	Radians
	Signed 24-bit fixed point

	15-17
	Y ((
	Radians
	Signed 24-bit fixed point 

	18-20
	Z ((
	Radians
	Signed 24-bit fixed point

	21-22
	IMU Status
	Discrete
	16 discrete bits

	23
	Mux Count
	Integer
	Unsigned 8-bit fixed-point

	24
	IMU Mode
	Discrete
	Note 1.

	25-26
	Mux data
	N/A
	See Table 9 Note 2. 

	Notes:

1. The IMU mode byte contains mode information such as -- IMU initializing, IMU instrument data validity, IMU executing in a degraded mode, IMU in sync, IMU in Commanded BIT, etc…




1.13.1.1 MIMU Multiplexed Output Data

The MIMU multiplexed output data words are described in section 3.1.2.3.1 and a sample “Multiplexed Data Word Contents” table is shown in Table 9.  MIMU multiplexed data word details are described in Section 5.2.3.1 of this document. 

1.14  MIMU Discrete Interface

1.14.1 External Synchronization Signal

RS-422, False for >50 µsec, True for >50 (sec, 100 Hz (TBD – Vendor specific, 1-500 Hz).  The MIMU phase locks to this signal and adjusts it’s internal data latching frequency to be in phase with the rising edge to an accuracy of TBD (sec.  The external synchronization signal must be present within TBD msec after all MIMU power is within specification and must be 100 Hz ( TBD in order for the MIMU to maintain synchronization.  The smaller the difference between the MIMU clock and the external synchronization input, the less frequently that the MIMU Time Of Validity (TOV) will jitter.  

1.14.2 Time Of Validity (TOV)

RS-422, True, 8.0< False <50 µsec, then True again.  This signal is output at the MIMU data refresh rate.   The falling edge is coincident with MIMU internally latching the final sample of sensor data for the current compensation/output period.

1.15 MIMU Operational Description and Modes

The MIMU consists of three MEMS gyros and three MEMS accelerometers that measure rates and acceleration respectively about three orthogonal axes.  Delta theta and delta velocity information is passed to the MIMU microprocessor or microcontroller where the data is compensated for temperature-induced errors and output to the DAE which than passes it along to the DRM.  The DRM uses this data, along with the almanac and ephemeris data in subframes four and five of the SV Navigation message, to compute azimuth and elevation angles that are fed back to the DAE to support beamforming.  The MIMU operational description and modes should be described in a separate MIMU specification document.

1.16 MIMU Software

1.16.1 MIMU System Software Configuration

MIMU software configuration information should be output as part of the multiplexed data.  If additional configuration information is required (because of a special purpose controller to handle I/O or instrument control for example) then additional multiplexed words can be defined.  A calibration data checksum has also been included as part of the multiplexed data.  If more than one calibration file is utilized by the MIMU then additional multiplexed data words should be defined to correspond to each of the these files.

It is also expected that the MIMU software may contain some configurable features based on its calibration data.  Delta velocity and delta theta output data scaling, MIMU output data rate, and MIMU data clock rate, are some examples of areas in which the MIMU software may be configurable.  If these features are available in the MIMU, then it is recommended that one or more multiplexed data words be defined such that the MIMU can communicate its operating configuration.

1.16.2 MIMU Built-In-Test (BIT)

The MIMU software should perform and provide results for three types of BIT; start-up (SBIT), initiated (IBIT), and continuous (CBIT).  Specific BIT requirements, including those related to failure detection capabilities, fault isolation and false alarm are considered application specific and should be defined in a separate MIMU specification document.

1.17 MIMU Mechanical Interfaces

All MIMU mechanical interfaces (form factors, mounting methods, and all related tolerances) are considered to be application specific.  These requirements should be defined in a separate MIMU specification document. 

1.18 MIMU Power Interface

The MIMU power interface is considered to be application specific and should be defined in a separate MIMU specification document.

1.19 The MIMU Cable and Connector Specifications

All MIMU cable and connector specifications are considered to be application specific and should be defined in a separate MIMU specification document.

Data Formats

1.20 Data Types

This section defines the format of data transmitted across the interfaces described in this document. This data is grouped into data types as shown in Table 14.

Table 14.  Data Type Definitions

	Type
	Sub-Type
	          Description

	Fixed-Point
	un

uspi

sspi

smpi

CAPS sdpi
	Unsigned integer of less than 16 bits

Unsigned single precision integer

Signed single precision integer

Signed medium (24-bit) precision integer

CAPS signed double precision integer

	Floating-Point
	IEEE spfp

DEC spfp

CAPS spfp

DEC dpfp

CAPS epfp
	IEEE 754 single precision floating-point

DEC single precision floating-point

CAPS single precision floating-point

DEC double precision floating-point

CAPS extended precision floating-point

	ASCII
	Char
	ASCII Data

	Discrete
	Disc
	Discrete Bits

	Coded
	Coded
	Grouping of bits in which the pattern of 1's and 0's has a specific meaning

	Mixed
	Mix
	A word is comprised of two or more (coded, discrete, unsigned numeric) data types 

	Boolean
	Bool
	Boolean


The figures in this Section represent "Bit # -00-", the least significant bit (LSB), as the first bit sent out across the interface, with data byte #1 being the first byte transmitted.  The figures use capital letters to represent the most significant bit (MSB) and least significant bit (LSB) of an entire data value, or in the case of floating-point data, of both the exponent and mantissa.  Small letters are used to represent the most significant bit (msb) and least significant bit (lsb) of bytes internal to the data value.

Fixed-Point Data Types

The Fixed-Point data type is used to represent integer and fractional binary numbers.  The numbers can be unsigned or signed numeric.  Single precision data types contain a 15-bit numeric field for signed numbers and a 16-bit numeric field for unsigned numbers.  Double precision data types contain a 31-bit numeric field for signed numbers and a 32-bit numeric field for unsigned numbers.  The delta theta and delta velocity data in the MIMU output message is a unique “medium precision” (3 bytes) signed value and contains a 23-bit numeric field.  Figure 7 through Figure 10 show the formats of the fixed-point data types utilized by the interfaces described in this document.

The fixed-point scaling notation used to represent data throughout this document has the form “Bx.y[u]”.  In this notation, there are “x” bits (plus a sign bit if applicable) before the implied decimal point and “y” bits following the implied decimal point.  Utilizing this scaling notation one is able to determine size, resolution and range of the any data word.  Additional details can be found in the “Notes” section of this document.
1.20.1.1 Unsigned Numeric Data Type

The Unsigned Numeric data type is a binary representation (of less than 16 bits) of an unsigned value being an integer or having a fractional component.  The Unsigned Numeric data type may be combined with the Coded data type and/or the Discrete data type to form mixed words.

	Data Type : Unsigned Single Precision Integer (uspi)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	lsb
	Least Significant 

Byte

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	
	

	-06-
	
	
	-06-
	
	

	-07-
	
	
	-07-
	msb
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	lsb
	Most Significant 

Byte

	-09-
	
	
	-01-
	
	

	-10-
	
	
	-02-
	
	

	-11-
	
	
	-03-
	
	

	-12-
	
	
	-04-
	
	

	-13-
	
	
	-05-
	
	

	-14-
	
	
	-06-
	
	

	-15-
	MSB
	
	-07-
	msb
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	MSB
	
	
	
	
	
	
	
	
	
	
	
	
	LSB


Figure 7.  Data Type Representation – “uspi”

	Data Type : Signed Single Precision Integer (sspi)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	LSB
	Least Significant 

Byte

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	
	

	-06-
	
	
	-06-
	
	

	-07-
	
	
	-07-
	msb
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	lsb
	Most Significant 

Byte

	-09-
	
	
	-01-
	
	

	-10-
	
	
	-02-
	
	

	-11-
	
	
	-03-
	
	

	-12-
	
	
	-04-
	
	

	-13-
	
	
	-05-
	
	

	-14-
	
	
	-06-
	MSB
	

	-15-
	MSB
	
	-07-
	Sign
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	Sign       MSB
	
	
	
	
	
	
	
	
	
	
	
	LSB


Figure 8.  Data Type Representation – “sspi”

	Data Type : CAPS Signed Double Precision Integer (CAPS sdpi)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	lsb
	Least Significant 

Byte

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	
	

	-06-
	
	
	-06-
	
	

	-07-
	
	
	-07-
	msb
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	lsb
	Low Middle Significant 

Byte

	-09-
	
	
	-01-
	
	

	-10-
	
	
	-02-
	
	

	-11-
	
	
	-03-
	
	

	-12-
	
	
	-04-
	
	

	-13-
	
	
	-05-
	
	

	-14-
	
	
	-06-
	
	

	-15-
	
	
	-07-
	msb
	

	
	
	
	
	
	

	-16-
	
	3
	-00-
	lsb
	High Middle Significant 

Byte

	-17-
	
	
	-01-
	
	

	-18-
	
	
	-02-
	
	

	-19-
	
	
	-03-
	
	

	-20-
	
	
	-04-
	
	

	-21-
	
	
	-05-
	
	

	-22-
	
	
	-06-
	
	

	-23-
	
	
	-07-
	msb
	

	
	
	
	
	
	

	-24-
	
	4
	-00-
	lsb
	Most Significant 

Byte

	-25-
	
	
	-01-
	
	

	-26-
	
	
	-02-
	
	

	-27-
	
	
	-03-
	
	

	-28-
	
	
	-04-
	
	

	-29-
	
	
	-05-
	
	

	-30-
	
	
	-06-
	msb
	

	-31-
	MSB
	
	-07-
	Sign
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	
	
	
	
	
	
	
	
	
	
	
	
	
	LSB

	Byte #4
	Byte #3

	31
	30
	29
	28
	27
	26
	25
	24
	23
	22
	21
	20
	19
	18
	17
	16

	Sign       MSB
	
	
	
	
	
	
	
	
	
	
	
	


Figure 9.  Data Type Representation – “CAPS sdpi”
	Data Type : Signed Medium Precision Integer (smpi)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	lsb
	Least Significant 

Byte

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	
	

	-06-
	
	
	-06-
	
	

	-07-
	
	
	-07-
	msb
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	lsb
	Middle Significant 

Byte

	-09-
	
	
	-01-
	
	

	-10-
	
	
	-02-
	
	

	-11-
	
	
	-03-
	
	

	-12-
	
	
	-04-
	
	

	-13-
	
	
	-05-
	
	

	-14-
	
	
	-06-
	
	

	-15-
	
	
	-07-
	msb
	

	
	
	
	
	
	

	-16-
	
	3
	-00-
	lsb
	Most Significant 

Byte

	-17-
	
	
	-01-
	
	

	-18-
	
	
	-02-
	
	

	-19-
	
	
	-03-
	
	

	-20-
	
	
	-04-
	
	

	-21-
	
	
	-05-
	
	

	-22-
	
	
	-06-
	msb
	

	-23-
	MSB
	
	-07-
	Sign
	


	Byte #3
	Byte #2
	Byte #1

	23
	22
	21
	20
	19
	18
	17
	16
	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	Sign   MSB
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	LSB


Figure 10.  Data Type Representation – “smpi”
1.20.2 Floating Point Data Types

Single, double, and extended precision floating-point data may be used on the interfaces described in this document.  Unless defined otherwise, the scale factor for all floating-point numbers is 1.

1.20.2.1 Definition of a Floating-Point Number

A floating-point number is defined as having the form ((2k)f, where “k” the exponent and “f” is the mantissa.  For a non-vanishing number, “k” and “f” are uniquely determined by imposing the condition 0.5 ( f < 1.  When “f” conforms to this condition, it is said to be normalized.  All representations of numbers are in sign magnitude notation.

1.20.2.2 Non-vanishing Floating-Point Numbers

Once “f” is assumed normalized, its most significant bit (MSB) is defined to be "1".  For purposes of representation in binary floating-point format, this one bit becomes a hidden bit and is not a part of the data word (this bit is restored to a "1" before carrying out arithmetic operations).  The single and double precision modes reserve 23 and 55 bits respectively for “f”, which, with the hidden bit, translates into effective word lengths of 24 and 56 bits for arithmetic operations.  Eight bits are used to represent the exponent “k” in excess 128 (decimal) notation, which permits expressing exponent values from -128 to +127. This is demonstrated in Table 15, which shows the relationship between actual and coded (biased) exponent values.  If the actual value of the number (including the fraction) is less than or equal to 2-128, the floating-point number is defined as a clean zero (all 32 or 64 bits equal to zero).

Table 15.  Floating-Point Exponent Representation

	Actual Exponent Value
	8-Bit Exponent Field

	Decimal
	Hex
	Binary

	+127
	FF
	1 1 1 1
	1 1 1 1

	+1
	81
	1 0 0 0
	 0 0 0 1

	0
	80
	1 0 0 0
	0 0 0 0

	-1
	7F
	0 1 1 1
	1 1 1 1 

	-128
	00
	0 0 0 0
	0 0 0 0


1.20.2.3 Floating-Point Zero

Since the first bit of the fraction f is hidden, it is not possible to distinguish between zero and a non-vanishing number whose fractional part is exactly 0.5.  It is necessary, therefore, to specify the floating-point zero as a word whose exponent and sign bits are all zeroes.  Therefore, any positive number with a biased exponent of zero is a zero.

1.20.2.4 Undefined Variable

An undefined variable is defined as any bit pattern with a sign bit of one and a biased exponent of zero.  This bit pattern is undefined under the floating-point protocol.  Figure 12, Figure 13 and Figure 14 show the formats of the floating-point data types used on the interfaces described in this document.

	Data Type : IEEE 754 Single Precision Floating-Point (spfp)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	M-LSB
	Mantissa

Least Significant 

Part (LSP)

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	
	

	-06-
	
	
	-06-
	
	

	-07-
	
	
	-07-
	
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	
	Mantissa

Middle Significant 

Part 

	-09-
	
	
	-01-
	
	

	-10-
	
	
	-02-
	
	

	-11-
	
	
	-03-
	
	

	-12-
	
	
	-04-
	
	

	-13-
	
	
	-05-
	
	

	-14-
	
	
	-06-
	
	

	-15-
	
	
	-07-
	
	

	
	
	
	
	
	

	-16-
	
	3
	-00-
	
	Mantissa

Most Significant 

Part (MSP) 

	-17-
	
	
	-01-
	
	

	-18-
	
	
	-02-
	
	

	-19-
	
	
	-03-
	
	

	-20-
	
	
	-04-
	
	

	-21-
	
	
	-05-
	
	

	-22-
	
	
	-06-
	M-MSB
	

	-23-
	
	
	-07-
	E-LSB
	Exponent



	
	
	
	
	
	

	-24-
	
	4
	-00-
	
	

	-25-
	
	
	-01-
	
	

	-26-
	
	
	-02-
	
	

	-27-
	
	
	-03-
	
	

	-28-
	
	
	-04-
	
	

	-29-
	
	
	-05-
	
	

	-30-
	
	
	-06-
	E-MSB
	

	-31-
	MSB
	
	-07-
	Sign
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	
	
	Mantissa Middle
	
	
	Mantissa LSP
	M-LSB

	Byte #4
	Byte #3

	31
	30
	29
	28
	27
	26
	25
	24
	23
	22
	21
	20
	19
	18
	17
	16

	Sign  E-MSB
	Exponent
	
	E-LSB
	M-MSB          Mantissa MSP
	
	


Figure 11. Data Type Representation - "IEEE spfp"

	Data Type : DEC Single Precision Floating-Point (spfp)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	
	Mantissa

Most Significant 

Part (MSP)

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	
	

	-06-
	
	
	-06-
	M-MSB
	

	-07-
	
	
	-07-
	E-LSB
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	
	Exponent

	-09-
	
	
	-01-
	
	

	-10-
	
	
	-02-
	
	

	-11-
	
	
	-03-
	
	

	-12-
	
	
	-04-
	
	

	-13-
	
	
	-05-
	
	

	-14-
	
	
	-06-
	E-MSB
	

	-15-
	
	
	-07-
	Sign
	

	
	
	
	
	
	

	-16-
	
	3
	-00-
	M-LSB
	Mantissa

Least Significant 

Part (LSP)

	-17-
	
	
	-01-
	
	

	-18-
	
	
	-02-
	
	

	-19-
	
	
	-03-
	
	

	-20-
	
	
	-04-
	
	

	-21-
	
	
	-05-
	
	

	-22-
	
	
	-06-
	
	

	-23-
	
	
	-07-
	
	

	
	
	
	
	
	

	-24-
	
	4
	-00-
	
	Mantissa

Middle Significant 

Part 

	-25-
	
	
	-01-
	
	

	-26-
	
	
	-02-
	
	

	-27-
	
	
	-03-
	
	

	-28-
	
	
	-04-
	
	

	-29-
	
	
	-05-
	
	

	-30-
	
	
	-06-
	
	

	-31-
	MSB
	
	-07-
	
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	Sign E-MSB
	Exponent
	
	E-LSB
	M-MSB        Mantissa MSP
	
	

	Byte #4
	Byte #3

	31
	30
	29
	28
	27
	26
	25
	24
	23
	22
	21
	20
	19
	18
	17
	16

	
	
	Mantissa Middle
	
	
	
	
	Mantissa LSP
	M-LSB


Figure 12. Data Type Representation - "DEC spfp"

	Data Type : CAPS Single Precision Floating-Point (spfp)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	E-LSB
	Exponent

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	
	

	-06-
	
	
	-06-
	
	

	-07-
	
	
	-07-
	E-MSB
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	M-LSB
	Mantissa

Least Significant 

Part (LSP)

	-09-
	
	
	-01-
	
	

	-10-
	
	
	-02-
	
	

	-11-
	
	
	-03-
	
	

	-12-
	
	
	-04-
	
	

	-13-
	
	
	-05-
	
	

	-14-
	
	
	-06-
	
	

	-15-
	
	
	-07-
	
	

	
	
	
	
	
	

	-16-
	
	3
	-00-
	
	Mantissa

Middle Significant 

Part 

	-17-
	
	
	-01-
	
	

	-18-
	
	
	-02-
	
	

	-19-
	
	
	-03-
	
	

	-20-
	
	
	-04-
	
	

	-21-
	
	
	-05-
	
	

	-22-
	
	
	-06-
	
	

	-23-
	
	
	-07-
	
	

	
	
	
	
	
	

	-24-
	
	4
	-00-
	
	Mantissa

Most Significant 

Part (MSP) 

	-25-
	
	
	-01-
	
	

	-26-
	
	
	-02-
	
	

	-27-
	
	
	-03-
	
	

	-28-
	
	
	-04-
	
	

	-29-
	
	
	-05-
	
	

	-30-
	
	
	-06-
	M-MSB
	

	-31-
	MSB
	
	-07-
	Sign
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	
	
	Mantissa LSP
	M-LSB
	E-MSB
	Exponent
	E-LSB

	Byte #4
	Byte #3

	31
	30
	29
	28
	27
	26
	25
	24
	23
	22
	21
	20
	19
	18
	17
	16

	Sign  M-MSB
	Mantissa MSP
	
	
	
	
	Mantissa Middle
	
	


Figure 13. Data Type Representation - "CAPS spfp"

	Data Type : DEC Double Precision Floating-Point (dpfp)

	Byte #
	Bit #
	
	
	Byte #
	Bit #
	
	

	1
	-00-
	
	Mantissa

Most Significant

Part
	5
	-00-
	
	Mantissa

Middle Part

#2

	
	-01-
	
	
	
	-01-
	
	

	
	-02-
	
	
	
	-02-
	
	

	
	-03-
	
	
	
	-03-
	
	

	
	-04-
	
	
	
	-04-
	
	

	
	-05-
	
	
	
	-05-
	
	

	
	-06-
	M-MSB
	
	
	-06-
	
	

	
	-07-
	E-LSB
	
	
	-07-
	
	

	
	
	
	
	
	
	
	

	2
	-00-
	
	Exponent
	6
	-00-
	
	Mantissa

Middle Part

#3

	
	-01-
	
	
	
	-01-
	
	

	
	-02-
	
	
	
	-02-
	
	

	
	-03-
	
	
	
	-03-
	
	

	
	-04-
	
	
	
	-04-
	
	

	
	-05-
	
	
	
	-05-
	
	

	
	-06-
	E-MSB
	
	
	-06-
	
	

	
	-07-
	Sign
	
	
	-07-
	
	

	
	
	
	
	
	
	
	

	3
	-00-
	
	Mantissa

Middle Part

#4
	7
	-00-
	M-LSB
	Mantissa

Least Significant

Part

	
	-01-
	
	
	
	-01-
	
	

	
	-02-
	
	
	
	-02-
	
	

	
	-03-
	
	
	
	-03-
	
	

	
	-04-
	
	
	
	-04-
	
	

	
	-05-
	
	
	
	-05-
	
	

	
	-06-
	
	
	
	-06-
	
	

	
	-07-
	
	
	
	-07-
	
	

	
	
	
	
	
	
	
	

	4
	-00-
	
	Mantissa

Middle Part

#4
	8
	-00-
	
	Mantissa

Middle Part

#1

	
	-01-
	
	
	
	-01-
	
	

	
	-02-
	
	
	
	-02-
	
	

	
	-03-
	
	
	
	-03-
	
	

	
	-04-
	
	
	
	-04-
	
	

	
	-05-
	
	
	
	-05-
	
	

	
	-06-
	
	
	
	-06-
	
	

	
	-07-
	
	
	
	-07-
	
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	Sign E-MSB
	Exponent
	
	E-LSB
	M-MSB        Mantissa MSP
	
	

	Byte #4
	Byte #3

	31
	30
	29
	28
	27
	26
	25
	24
	23
	22
	21
	20
	19
	18
	17
	16

	
	
	Mantissa MP #5
	
	
	
	
	Mantissa MP #4
	

	Byte #6
	Byte #5

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	
	
	      Mantissa MP #3
	
	
	
	
	      Mantissa MP #2
	
	

	Byte #8
	Byte #7

	31
	30
	29
	28
	27
	26
	25
	24
	23
	22
	21
	20
	19
	18
	17
	16

	
	
	Mantissa MP #1
	
	
	
	
	Mantissa LSP
	M-LSB


Figure 14. Data Type Representation - "DEC dpfp"

1.20.3 ASCII Data Type

ASCII character data is encoded in odd parity ASCII as defined in X3.4-1977 American National Standard Code for Information Interchange (ASCII).  The degree (°) sign, which is not defined in the standard code, replaces the percent (%) sign that has the octal code 045.  Figure 15 shows the format of the ASCII data type used on the interface.

	Data Type : ASCII

	Byte #
	Bit #
	
	

	1
	-00-
	lsb
	Character

2

	
	-01-
	
	

	
	-02-
	
	

	
	-03-
	
	

	
	-04-
	
	

	
	-05-
	
	

	
	-06-
	msb
	

	
	-07-
	0
	

	
	
	
	

	2
	-00-
	lsb
	Character

1

	
	-01-
	
	

	
	-02-
	
	

	
	-03-
	
	

	
	-04-
	
	

	
	-05-
	
	

	
	-06-
	msb
	

	
	-07-
	0
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	  0     MSB
	
	CHAR #1
	
	LSB
	0     MSB
	
	CHAR #2
	
	LSB

	Note:  Character 1 refers to the first character in the reading order.  When only

           1 character is sent, Character 2 is spare (but sent first in transmission order).


Figure 15.  Data Type Representation – “ASCII”

1.20.4 Discrete Data Type

The Discrete data type is a single binary digit (bit) whose state of “1” or “0” has a specific meaning.  A form of discrete bits is a validity bit that is a bit used to indicate either valid or invalid data.  Figure 16 shows the format of the Discrete Bit data type used on the interface.  The Discrete data type may be combined with the Coded data type and/or Unsigned Numeric data type to form mixed words.

1.20.4.1 Validity Bit  

The validity bit is a single bit used to indicate whether a specified condition or a set of data is either valid or invalid or whether a test has either passed or failed. 

	Data Type : Discrete Bit

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	Bit 0
	Least Significant 

Byte

	-01-
	
	
	-01-
	Bit 1
	

	-02-
	
	
	-02-
	Bit 2
	

	-03-
	
	
	-03-
	Bit 3
	

	-04-
	
	
	-04-
	Bit 4
	

	-05-
	
	
	-05-
	Bit 5
	

	-06-
	
	
	-06-
	Bit 6
	

	-07-
	
	
	-07-
	Bit 7
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	Bit 8
	Most Significant 

Byte

	-09-
	
	
	-01-
	Bit 9
	

	-10-
	
	
	-02-
	Bit 10
	

	-11-
	
	
	-03-
	Bit 11
	

	-12-
	
	
	-04-
	Bit 12
	

	-13-
	
	
	-05-
	Bit 13
	

	-14-
	
	
	-06-
	Bit 14
	

	-15-
	MSB
	
	-07-
	Bit 15
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Figure 16.  Data Type Representation – “Discrete”

Coded Data Type

Coded data types are a grouping of bits in which the pattern of 1’s and 0’s has a specific meaning.  Coded data types may have two or more bits and are always transmitted LSB first.   Two or more of these grouping may be included in a single transmitted word. A table will be included in the notes section, or as a subparagraph, to describe all valid values that can be implemented in a coded data type.  An example of a coded data type is shown in Figure 17. 
	Data Type : Coded (example only)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	lsb
	Coded

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	msb
	

	-06-
	
	
	-06-
	
	spare/reserved

	-07-
	
	
	-07-
	lsb
	Coded

	-08-
	
	2
	-00-
	
	

	-09-
	
	
	-01-
	msb
	

	-10-
	
	
	-02-
	
	spare/reserved

	-11-
	
	
	-03-
	
	spare/reserved

	-12-
	
	
	-04-
	
	spare/reserved

	-13-
	
	
	-05-
	
	spare/reserved

	-14-
	
	
	-06-
	
	spare/reserved

	-15-
	MSB
	
	-07-
	
	spare/reserved


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	0
	0
	0
	0
	0
	0
	coded
	0
	coded

	Notes: 

1. Spare and reserved bits should always contain a zero.


Figure 17.  Data Type Representation – “Coded”

Mixed Data Type

The mixed data type is when a word is comprised of two or more data types.  Coded, discrete and unsigned numeric data types can be combined in any combination to form a mixed word. An example of a coded data type is shown in Figure 18.

	Data Type : Mixed (example only)

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	lsb
	Un

(can take 

value of

 0-63)

	-01-
	
	
	-01-
	
	

	-02-
	
	
	-02-
	
	

	-03-
	
	
	-03-
	
	

	-04-
	
	
	-04-
	
	

	-05-
	
	
	-05-
	msb
	

	-06-
	
	
	-06-
	
	spare/reserved

	-07-
	
	
	-07-
	lsb
	Coded

	-08-
	
	2
	-00-
	
	

	-09-
	
	
	-01-
	msb
	

	-10-
	
	
	-02-
	
	Discrete

	-11-
	
	
	-03-
	
	Discrete

	-12-
	
	
	-04-
	
	Discrete

	-13-
	
	
	-05-
	
	spare/reserved

	-14-
	
	
	-06-
	
	spare/reserved

	-15-
	MSB
	
	-07-
	
	spare/reserved


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	0
	0
	0
	discretes
	coded
	0
	unsigned integer

	Notes: 

2. Spare and reserved bits should always contain a zero.


Figure 18.  Data Type Representation – “Mixed”

Boolean.  

Logical operations in high-level language use and produce boolean data.  Boolean operandi can assume only one of two values: true or false.  A boolean operand is allocated a full 16-bit field, of which the least significant bit is used to represent the operand’s value.  If this bit is “0”, the value is “false”;  if it is “1”, the value is “true”.  Boolean operandi are used in conjunction with relational and conditional instructions in making decisions that alter the flow of program control.  Refer to Figure 19 for the format of the boolean data type used on the interface.

	Data Type : Boolean

	Bit #
	
	Byte #
	Bit #
	
	

	-00-
	LSB
	1
	-00-
	BB
	Least Significant 

Byte

	-01-
	
	
	-01-
	0
	

	-02-
	
	
	-02-
	0
	

	-03-
	
	
	-03-
	0
	

	-04-
	
	
	-04-
	0
	

	-05-
	
	
	-05-
	0
	

	-06-
	
	
	-06-
	0
	

	-07-
	
	
	-07-
	0
	

	
	
	
	
	
	

	-08-
	
	2
	-00-
	0
	Most Significant 

Byte

	-09-
	
	
	-01-
	0
	

	-10-
	
	
	-02-
	0
	

	-11-
	
	
	-03-
	0
	

	-12-
	
	
	-04-
	0
	

	-13-
	
	
	-05-
	0
	

	-14-
	
	
	-06-
	0
	

	-15-
	MSB
	
	-07-
	0
	


	Byte #2
	Byte #1

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0

	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	BB

	Note: Boolean Bit (BB), 0 = “false”; 1 = “true”.  All other bits = 0.


Figure 19.  Data Type Representation – “Boolean”

Data messages

1.21 DRM to DAE Data Message

This DRM to DAE interface will be comprised of only one data message (additional, header only messages, may be used for signaling and timing).  
1.21.1 DRM to DAE Input Data Message #1

This message will utilize signed, 16-bit, fixed-point data representation (see Figure 8) for the SV azimuth and elevation data required to enable the DAE to perform beamforming.  The DAE input data message is described below.
	MESSAGE NAME : 
	DAEIN Beamforming
	
	
	

	MEGGAGE ID : 
	71HEX
	
	INVALID FLAG :
	NA

	DEST/SOURCE : 
	DRM/DAE
	
	DATA BYTE COUNT :
	50 (6 Channels)

	INPUT/OUTPUT : 
	Output
	
	XMIT RATE :
	50-500 Hz


	DESCRIPTION
	Byte
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Header – Bytes 1-10
	
	
	
	
	

	DLE SOH.  Indicates start of a message
	1-2
	
	sspi
	81FFHex
	

	Identifies message
	3-4
	
	sspi
	0071Hex
	

	Message length of 25 words
	5-6
	
	sspi
	0019Hex
	

	Flag word.  Always this value.
	7-8
	
	sspi
	8000Hex
	

	Checksum – Sum of header words =  –1
	9-10
	
	sspi
	FD76Hex
	Note 1

	GPS Time
	11-18
	
	DEC dpfp
	Sec
	Note 2

	DAE Mode Command
	19
	
	
	
	

	   Restart
	
	0
	discrete
	0=No 1=Yes
	Note 3

	   Calibration Mode
	
	1
	discrete
	0=No 1=Yes
	Note 4

	   Execute Initiated BIT
	
	2
	discrete
	0=No 1=Yes
	Note 5

	   DAE Specific
	
	3-8
	discrete
	0=No 1=Yes
	

	DAE Message Type
	20
	
	discrete
	
	

	   Spare
	
	0-6
	
	
	

	   Message Type
	
	7
	discrete
	0=   , 1= msg. Valid?
	Note 6

	AGC
	21-22
	
	sspi
	
	

	Channel 1:
	
	
	
	
	

	SV data
	23-24
	
	mixed
	
	

	   SV ID
	
	0-5
	un
	Integer (1-32)
	Note 7

	   Spare
	
	6
	
	
	

	   Frequency
	
	7-9
	coded
	
	Note 8

	   C/No
	
	10-15
	un
	dB/Hz
	1

	Azimuth
	25-26
	
	sspi
	Semi-circles
	180(*2E-15

Note 9

	Elevation
	27-28
	
	sspi
	Semi-circles
	180(*2E-15

Note 9

	Channel 2:
	
	
	
	
	

	SV data
	29-30
	
	mixed
	
	

	   SV ID
	
	0-5
	un
	Integer (1-32)
	

	   Spare
	
	6
	
	
	

	   Frequency
	
	7-9
	coded
	
	

	   C/No
	
	10-15
	un
	dB/Hz
	1

	Azimuth
	31-32
	
	sspi
	Semi-circles
	180(*2E-15

	Elevation
	33-34
	
	sspi
	Semi-circles
	180(*2E-15

	Channel 3 – Channel 5:
	35-52
	
	
	
	

	Channel 6:
	
	
	
	
	

	SV data
	53-54
	
	mixed
	
	

	   SV ID
	
	0-5
	un
	Integer (1-32)
	

	   Spare
	
	6
	
	
	

	   Frequency
	
	7-9
	coded
	
	

	   C/No
	
	10-15
	un
	dB/Hz
	1

	Azimuth
	55-56
	
	sspi
	Semi-circles
	180(*2E-15

	Elevation
	57-58
	
	sspi
	Semi-circles
	180(*2E-15

	Checksum – Sum of data words =  –1
	59-60
	
	sspi
	integer
	Note 10

	Notes: 

1. Bytes 1-10 contain fixed header information.  Bytes 9-10 contains the header checksum which is computed such that the modulo 2^16 sum of words 1 to 5 = -1 (FFFFHex).

2. GPS time is read by the DAE for diagnostic purposes only.

3. A one in this field is a command for the DAE to execute a “soft” reset.

4. A one in this field is a command for the DAE to enter calibration mode.  This is not considered an “operational” mode.  

5. Setting this mode command bit will put the DAE into the “Initiated BIT” mode.  DAE output data may not be usable for navigation when the DAE is commanded into this mode.  

6. This word doesn’t seem to provide value.  What does a 1 or 0 mean – message validity??

7. The satellite vehicle number is read by the DAE for diagnostic purposes only.

8. Bits 7-9 are coded per Table 16.

9. Azimuth and Elevation will be sent to the DAE in “Platform Body Frame”.  Final coordinate transformations, including antenna array manifold corrections, will be implemented by the DAE.

10. Bytes 71-72 contain the message data checksum which is computed such that the modulo 2^16 sum of all data words (excluding header) = -1 (FFFFHex). 


1.21.1.1 Frequency Command Data Encoding

The frequency bits are encoded as described in Table 16.  Only L1 or L2 are valid for the current DRM to DAE message.  The additional and reserved options are included to provide growth for future interface flexibility.

Table 16.  Frequency Command Encoding
	Frequency Bits (Word 11, bits 7-9)

	Frequency
	Bit 9
	Bit 8
	Bit 7

	NA (defaults to 0,0,1)
	0
	0
	0

	Link 1 (L1)
	0
	0
	1

	Link 2 (L2)
	0
	1
	0

	Reserved
	0
	1
	1

	Link 5 (L5)
	1
	0
	0

	Reserved
	1
	0
	1

	Reserved
	1
	1
	0

	Reserved
	1
	1
	1


1.21.2 DRM to DAE Input Data Message #2

This is a 1 Hz, header only, timing message provided to the DAE.

	MESSAGE NAME : 
	DRM 1Hz Pulse
	
	
	

	MEGGAGE ID : 
	0081Hex
	
	INVALID FLAG :
	NA

	DEST/SOURCE : 
	DAE/DRM 
	
	DATA BYTE COUNT :
	0

	INPUT/OUTPUT : 
	Output
	
	XMIT RATE :
	1 Hz


	DESCRIPTION
	BYTE
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Header – Bytes 1-10
	
	
	
	
	

	DLE SOH.  Indicates start of a message
	1-2
	
	sspi
	81FFHex
	

	Identifies message
	3-4
	
	sspi
	0081Hex
	

	Message length of 0 words
	5-6
	
	sspi
	0000Hex
	

	Flag word.  Always this value.
	7-8
	
	sspi
	8000Hex
	

	Checksum – Sum of header words =  –1
	9-10
	
	sspi
	FD7FHex
	Note 1

	Notes:

1. Bytes 1-10 contain fixed header information.  Bytes 9-10 contain the header checksum which is computed such that the modulo 2^16 sum of words 1-5 = -1 (FFFFhex).


1.21.3 DRM to DAE Input Data Message #3

This is a 100 Hz, header only, timing message provided to the DAE.

	MESSAGE NAME : 
	DRM 100Hz Pulse
	
	
	

	MEGGAGE ID : 
	0091Hex
	
	INVALID FLAG :
	NA

	DEST/SOURCE : 
	DAE/DRM 
	
	DATA BYTE COUNT :
	0

	INPUT/OUTPUT : 
	Output
	
	XMIT RATE :
	100 Hz


	DESCRIPTION
	BYTE
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Header – Bytes 1-10
	
	
	
	
	

	DLE SOH.  Indicates start of a message
	1-2
	
	sspi
	81FFHex
	

	Identifies message
	3-4
	
	sspi
	0091Hex
	

	Message length of 0 words
	5-6
	
	sspi
	0000Hex
	

	Flag word.  Always this value.
	7-8
	
	sspi
	8000Hex
	

	Checksum – Sum of header words =  –1
	9-10
	
	sspi
	FD6FHex
	Note 1

	Notes:

1. Bytes 1-10 contain fixed header information.  Bytes 9-10 contain the header checksum which is computed such that the modulo 2^16 sum of words 1-5 = -1 (FFFFhex).


DAE to DRM Data Messages

1.21.4 DAE to DRM Data Message #1

The DAE output data will consist of multiplexed data messages.  The multiplex framing protocol, as well as the high-speed digitized IF data (Message #1), is described in section 3.1.2.1.  The messages transmitted utilizing the service channel within this framing protocol are described in the following paragraphs.

1.21.5 DAE to DRM Data Message #2

DAE data message #2 is the low-speed message providing DAE status, mode and test data to the DRM.  DAE output data message #2 is described below.

	MESSAGE NAME : 
	DAELSOUT
	
	
	

	MEGGAGE ID : 
	0091Hex
	
	INVALID FLAG :
	NA

	DEST/SOURCE : 
	DAE/DRM
	
	DATA BYTE COUNT :
	10

	INPUT/OUTPUT : 
	Input
	
	XMIT RATE :
	50 Hz


	DESCRIPTION
	Byte
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Header – Bytes 1-10
	
	
	
	
	

	DLE SOH.  Indicates start of a message
	1-2
	
	sspi
	81FFHex
	

	Identifies message
	3-4
	
	sspi
	0091Hex
	

	Message length of 5 words
	5-6
	
	sspi
	0005Hex
	

	Flag word.  Always this value.
	7-8
	
	sspi
	8000Hex
	

	Checksum – Sum of header words =  –1
	9-10
	
	sspi
	FD6AHex
	Note 1

	DAE Main Status Word
	11-12
	
	Discrete
	
	

	   CPU or Memory
	
	0
	Discrete
	1=Failure detected
	

	   Power Supply Voltage
	
	1
	Discrete
	1=Failure detected
	

	   Serial I/O
	
	2
	Discrete
	1=Failure detected
	

	   DAE Channel Reasonableness
	
	3
	Discrete
	1=Failure detected
	

	   DAE Electronics
	
	4
	Discrete
	1=Failure detected
	

	   DAE Temperature
	
	5
	Discrete
	1=Failure detected
	

	   DAE Specific
	
	6
	Discrete
	1=Failure detected
	

	   DAE Specific
	
	7
	Discrete
	1=Failure detected
	

	   DAE Specific
	
	8
	Discrete
	1=Failure detected
	

	   DAE A/D Converter
	
	9
	Discrete
	1=Failure detected
	

	   DAE Specific
	
	10-15
	Discrete
	1=Failure detected
	


	DAE Mode Word
	13-14
	
	Mixed
	
	

	   Initialization in progress
	
	0
	Discrete
	0=No 1=Yes
	Note 2

	   Calibration mode
	
	1
	Discrete
	0=No 1=Yes
	Note 3

	   Initiated BIT in progress
	
	2
	Discrete
	0=No 1=Yes
	Note 4

	   DAE Specific
	
	3-10
	Discrete
	0=No 1=Yes
	

	   Number of beams (lsb)
	
	11-15
	un
	
	

	Mux Count
	15-16
	
	un
	Integer
	B16.0u

	Mux Data
	17-18
	
	sspi
	
	Note 5

	Checksum – Sum of data words =  –1
	19-20
	
	sspi
	Integer
	Note 6

	Notes:

1. Bytes 1-10 contain fixed header information.  Bytes 9-10 contain the header checksum which is computed such that the modulo 2^16 sum of words 1-5 = -1 (FFFFHex).

2. Initialization in Progress bit transitions to zero when:

DAE hardware and software initialization complete

DAE software is executing under interrupt control

DAE Start-up BIT complete

     At this point the DRM can evaluate the DAE Main Status Word, DAE Detailed Status Words

     (DDSWs) and DAE Mode word to determine DAE data validity.

3. This is a factory test mode only.  Operationally a “1” in this field should be considered a failure.

4. The DAE is in the “Initiated BIT” mode.  DAE output data may not be usable for navigation. 

5. The data type, units, and scale factor for the multiplexed data is data word specific and is defined in following sections.

6. Bytes 17-18 contain the message data checksum which is computed such that the modulo 2^16 sum of all data words, excluding the header, = -1 (FFFFHex).


1.21.5.1 DAE Multiplexed Data Word Descriptions

The following paragraphs describe the standard DAE multiplexed data words.  Additional multiplexed data words can be added for specific applications or to support evaluation, calibration, or test.  

1.21.5.1.1 DAE Detailed Status Words (DDSW)

The first sixteen DAE multiplexed output data words are reserved to provide detailed status information.  Each word provides additional insight into a failure bit in the main DAE Main Status Word.  Detailed Status Word #0 provides additional detail for DAE Main Status Word, bit #0, Detailed Status Word #1 provides additional detail for DAE Main Status Word, bit #1, and so on, for all 16 bits in the DAE Main Status Word.  Several spare bits are available in each word which can be utilized for application specific / or DAE manufacture specific BIT tests.  Spare bits should be utilized starting with the most significant bit (15) and working down.  This will enable additional “common” bits to be defined without effecting existing interfaces.  Any defined bits that are not utilized in a specific DAE implementation should be considered “reserved” and always set to zero.    

1.21.5.1.1.1 DDSW0 – DAE Detailed Status Word 0, CPU or Memory

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #0

CPU or Memory Failure
	0
	
	
	
	

	   Program checksum test fail
	
	0
	discrete
	1=test failed
	n/a

	   Calibration data checksum test fail
	
	1
	discrete
	1=test failed
	n/a

	   RAM read/write test fail
	
	2
	discrete
	1=test failed
	n/a

	   CPU Opcode test fail
	
	3
	discrete
	1=test failed
	n/a

	   Unexpected/Invalid interrupt received
	
	4
	discrete
	1=test failed
	n/a

	   Duty cycle test fail
	
	5
	discrete
	1=test failed
	n/a

	   SPARE
	
	6-15
	discrete
	1=test failed
	n/a


DDSW1 – DAE Detailed Status Word 1, Power Supply

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #1

Power Supply Voltage
	1
	
	
	
	

	   +5 VDC reasonableness test fail
	
	0
	discrete
	1=test failed
	n/a

	   +3.3 VDC reasonableness test fail
	
	1
	discrete
	1=test failed
	n/a

	   +1.8 VDC reasonableness test fail
	
	2
	discrete
	1=test failed
	n/a

	   -5 VDC reasonableness test fail
	
	3
	discrete
	1=test failed
	n/a

	   SPARE
	
	4-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.2 DDSW2 – DAE Detailed Status Word 2, Serial I/O

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #2

Serial I/O Failure
	2
	
	
	
	

	   I/O wraparound test fail (data)
	
	0
	discrete
	1=test failed
	n/a

	   I/O wraparound test fail (timeout)
	
	1
	discrete
	1=test failed
	n/a

	   SPARE
	
	2-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.3 DDSW3 – DAE Detailed Status Word 3, Channel Reasonableness

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #3

Channel Reasonableness
	3
	
	
	
	

	   Channel 1 reasonableness test fail
	
	0
	discrete
	1=test failed
	n/a

	   Channel 2 reasonableness test fail
	
	1
	discrete
	1=test failed
	n/a

	   Channel 3 reasonableness test fail
	
	2
	discrete
	1=test failed
	n/a

	   Channel 4 reasonableness test fail
	
	3
	discrete
	1=test failed
	n/a

	   Channel 5 reasonableness test fail
	
	4
	discrete
	1=test failed
	n/a

	   Channel 6 reasonableness test fail
	
	5
	discrete
	1=test failed
	n/a

	   Channel 7 reasonableness test fail
	
	6
	discrete
	1=test failed
	n/a

	   Channel 8 reasonableness test fail
	
	7
	discrete
	1=test failed
	n/a

	   SPARE
	
	8-15
	discrete
	1=test failed
	n/a


DDSW4 – DAE Detailed Status Word 4, DAE Electronics

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #3

DAE Electronics
	3
	
	
	
	

	   Channel 1 IBIT test fail
	
	0
	discrete
	1=test failed
	n/a

	   Channel 2 IBIT test fail
	
	1
	discrete
	1=test failed
	n/a

	   Channel 3 IBIT test fail
	
	2
	discrete
	1=test failed
	n/a

	   Channel 4 IBIT test fail
	
	3
	discrete
	1=test failed
	n/a

	   Channel 5 IBIT test fail
	
	4
	discrete
	1=test failed
	n/a

	   Channel 6 IBIT test fail
	
	5
	discrete
	1=test failed
	n/a

	   Channel 7 IBIT test fail
	
	6
	discrete
	1=test failed
	n/a

	   Channel 8 IBIT test fail
	
	7
	discrete
	1=test failed
	n/a

	   SPARE
	
	8-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.4 DDSW5 – DAE Detailed Status Word 5, DAE Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #5

DAE temperature
	5
	
	
	
	

	   DAE electronics temperature test fail
	
	0
	discrete
	1=test failed
	n/a

	   SPARE
	
	1-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.5 DDSW6 – DAE Detailed Status Word 6, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #6

DAE Specific
	6
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.6 DDSW7 – DAE Detailed Status Word 7, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #7

DAE Specific
	7
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


DDSW8 – DAE Detailed Status Word 8, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #8

DAE Specific
	8
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.7 DDSW9 – DAE Detailed Status Word 9, A/D Converter

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #9

A/D Converter
	9
	
	
	
	

	   Temperature reference test fail
	
	0
	discrete
	1=test failed
	n/a

	   A/D wraparound test fail
	
	1
	discrete
	1=test failed
	n/a

	   Ground voltage reasonableness test fail
	
	2
	discrete
	1=test failed
	n/a

	   SPARE
	
	3-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.8 DDSW10 - DAE Detailed Status Word 10, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #10

DAE Specific
	10
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.9 DDSW11 – DAE Detailed Status Word 11, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #11

DAE Specific
	11
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.10 DDSW12 – DAE Detailed Status Word 12, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #12

DAE Specific
	12
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


DDSW13 – DAE Detailed Status Word 13, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #13

DAE Specific
	13
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.11 DDSW14 – DAE Detailed Status Word 14, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #14

DAE Specific
	14
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.5.1.1.12 DDSW15 – DAE Detailed Status Word 15, DAE Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Detailed Status Word #15

DAE Specific
	15
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.5.1.2 Additional DAE Multiplexed Data words

1.21.5.1.2.1 DAE Serial Number

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Serial Number
	16
	
	uspi
	integer
	B16.0


1.21.5.1.2.2 DAE Program Checksum

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Program Checksum
	17
	
	sspi
	integer
	B15.0

	Notes:  

1. The program checksum is inserted so that the sum of all program memory = -1 (FFFFHex).

2. The required DAE software identification method(s), from the options available with multiplexed words 17-19 will be defined in a lower level specification.


DAE Part / Software Version Number

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Software Part/Version Number
	18
	
	un
	integer
	n/a

	Note:  

1. The required DAE software identification method(s), from the options available with multiplexed words 17-19 will be defined in a lower level specification.


1.21.5.1.2.3 DAE Software Version Date

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Software Version Date
	19
	
	
	
	

	   Day of Month
	
	0-4
	un
	Days (range 1-31)
	n/a

	   Month
	
	5-8
	un
	Month (range 1-12)
	n/a

	   Year
	
	9-15
	un
	Year (2 digits, 00-99)
	n/a

	Note:  

1. The required DAE software identification method(s), from the options available with multiplexed words 17-19 will be defined in a lower level specification.


1.21.5.1.2.4 DAE Calibration Data Checksum

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Calibration Data Checksum
	20
	
	sspi
	integer
	B15.0

	Note:   

1. The calibration data checksum is inserted so that the sum of all calibration data memory = -1 (FFFFHex)


1.21.5.1.2.5 DAE System Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE System Temperature
	21
	
	sspi
	(C
	B7.8


1.21.5.1.2.6 DAE Analog Ground

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Analog ground
	22
	
	sspi
	Vdc
	B5.10


DAE Voltage Monitor +5 volts

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Voltage Monitor +5 volts
	23
	
	sspi
	Vdc
	B5.10


1.21.5.1.2.7 DAE Voltage Monitor +3.3 volts

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Voltage Monitor +3.3 volts
	24
	
	sspi
	Vdc
	B5.10


1.21.5.1.2.8 DAE Voltage Monitor +1.8 volts

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Voltage Monitor +1.8 volts
	25
	
	sspi
	Vdc
	B5.10


1.21.5.1.2.9 DAE Voltage Monitor -5 volts

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	DAE Voltage Monitor –5 volts
	26
	
	sspi
	Vdc
	B5.10


1.21.6 DAE (MIMU) to DRM Data Message #3

DAE data message #3 is comprised of the MIMU data.  This message will utilize signed 24-bit fixed-point data representation (see Figure 10) for (Vs and ((s, and will allow large amounts of MIMU status and test information to be transmitted with a minimal impact on bus bandwidth.  DAE output data message #3 is described below. 

	MESSAGE NAME : 
	MIMU Data
	
	
	

	MEGGAGE ID : 
	00A1Hex
	
	INVALID FLAG :
	NA

	DEST/SOURCE : 
	DAE/DRM 
	
	DATA BYTE COUNT :
	26

	INPUT/OUTPUT : 
	Input
	
	XMIT RATE :
	Note 1


	DESCRIPTION
	BYTE
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Header – Bytes 1-10
	
	
	
	
	

	DLE SOH.  Indicates start of a message
	1-2
	
	sspi
	81FFHex
	

	Identifies message
	3-4
	
	sspi
	00A1Hex
	

	Message length of 14 words
	5-6
	
	sspi
	000EHex
	

	Flag word.  Always this value.
	7-8
	
	sspi
	8000Hex
	

	Checksum – Sum of header words =  –1
	9-10
	
	sspi
	FD51Hex
	Note 2

	Time Tag
	11-12
	
	sspi
	(sec
	

	Delta Vel X
	13-15
	
	smpi
	M/sec
	Note 3

	Delta Vel Y
	16-18
	
	smpi
	M/sec
	

	Delta Vel Z
	19-21
	
	smpi
	M/sec
	

	Delta Theta X
	22-24
	
	smpi
	Radians
	Note 4

	Delta Theta Y
	25-27
	
	smpi
	Radians
	

	Delta Theta Z
	28-30
	
	smpi
	Radians
	

	IMU Main Status Word
	31-32
	
	discrete
	
	

	   CPU or Memory
	
	0
	discrete
	1=Failure detected
	

	   Power Supply Voltage
	
	1
	discrete
	1=Failure detected
	

	   Serial I/O
	
	2
	discrete
	1=Failure detected
	

	   Gyro Reasonableness
	
	3
	discrete
	1=Failure detected
	

	   Gyro Electronics
	
	4
	discrete
	1=Failure detected
	

	   Gyro Temperature
	
	5
	discrete
	1=Failure detected
	

	   Accel Reasonableness
	
	6
	discrete
	1=Failure detected
	

	   Accel Electronics
	
	7
	discrete
	1=Failure detected
	

	   Accel Temperature
	
	8
	discrete
	1=Failure detected
	

	   A/D Converter
	
	9
	discrete
	1=Failure detected
	

	   IMU Specific
	
	10
	discrete
	1=Failure detected
	

	   IMU Specific
	
	11
	discrete
	1=Failure detected
	

	   IMU Specific
	
	12
	discrete
	1=Failure detected
	

	   IMU Specific
	
	13
	discrete
	1=Failure detected
	

	   IMU Specific
	
	14
	discrete
	1=Failure detected
	

	   IMU Specific
	
	15
	discrete
	1=Failure detected
	

	IMU Mode Byte
	33
	
	
	
	

	   Initialization in progress
	
	0
	discrete
	0=No 1=Yes
	Note 5

	   IMU Synchronized
	
	1
	discrete
	0=No 1=Yes
	Note 6

	   Initiated BIT in progress
	
	2
	discrete
	0=No 1=Yes
	Note 7

	   IMU Specific
	
	3
	discrete
	0=No 1=Yes
	

	   IMU Specific
	
	4
	discrete
	0=No 1=Yes
	

	   IMU Specific
	
	5
	discrete
	0=No 1=Yes
	

	   IMU Specific
	
	6
	discrete
	0=No 1=Yes
	

	   IMU Specific
	
	7
	discrete
	0=No 1=Yes
	

	Mux Count
	34
	
	un
	integer
	B8.0u

	Mux Data
	35-36
	
	
	
	Note 8

	Checksum – Sum of data words =  –1
	37-38
	
	sspi
	Integer
	Note 9

	Notes:

1. The IMU message transmit rate is application specific.

2. Bytes 1-10 contain fixed header information.  Bytes 9-10 contain the header checksum which is computed such that the modulo 2^16 sum of words 1-5 = -1 (FFFFhex).
3. The Delta Velocity scale factor is application specific and will be determined based on MIMU message transmission rate and platform dynamics requirements.

4. The Delta Theta scale factor is application specific and will be determined based on MIMU message transmission rate and platform dynamics requirements.  TBD -- Should we define a “base” scaling and define a mux data byte –one byte for accel, one for gyro- which would equal left shift count?
5. Initialization in Progress bit transitions to zero when:

IMU hardware and software initialization complete

IMU instrument start-up sequences complete

IMU software is executing under interrupt control

IMU has completed initial attempt to synchronize with DRM

IMU Start-up BIT complete

     At this point the DRM can evaluate the IMU Main Status Word, IMU Detailed Status Words

     (IDSWs) and IMU Mode word to determine IMU data validity.

6. A one in this field means that the MIMU data collection cycle is synchronous with the DRM.  The IMU Main Status Word and IDSW #0 will be non-zero if any synchronization errors have been detected.

7. The MIMU is in the “Initiated BIT” mode.  MIMU output data may not be usable for navigation.

8. The data type, units, and scale factor for the multiplexed data is data word specific and is defined in following sections. 
9. Bytes 37-38 contain the message data checksum which is computed such that the modulo 2^16 sum of all data words, excluding the header, = -1 (FFFFHex).


1.21.6.1 MIMU Multiplexed Data Word Descriptions

The following paragraphs describe the standard MIMU multiplexed data words.  Additional multiplexed data words can be added for specific applications or to support evaluation, sensor calibration, or test.  

1.21.6.1.1 MIMU Detailed Status Words (IDSW)

The first sixteen MIMU multiplexed output data words are reserved to provide detailed status information.  Each word provides additional insight into a failure bit in the main IMU Main Status Word.  Detailed Status Word #0 provides additional detail for IMU Main Status Word, bit #0, Detailed Status Word #1 provides additional detail for IMU Main Status Word, bit #1, and so on, for all 16 bits in the IMU Main Status Word.  Several spare bits are available in each word which can be utilized for application specific / or MIMU manufacture specific BIT tests.  Spare bits should be utilized starting with the most significant bit (15) and working down.  This will enable additional “common” bits to be defined without effecting existing interfaces.  Any defined bits that are not utilized in a specific MIMU implementation should be considered “reserved” and always set to zero.    

1.21.6.1.1.1 IDSW0 – IMU Detailed Status Word 0, CPU or Memory

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #0

CPU or Memory Failure
	0
	
	
	
	

	   Program checksum test fail
	
	0
	discrete
	1=test failed
	n/a

	   Calibration data checksum test fail
	
	1
	discrete
	1=test failed
	n/a

	   RAM read/write test fail
	
	2
	discrete
	1=test failed
	n/a

	   CPU Opcode test fail
	
	3
	discrete
	1=test failed
	n/a

	   Unexpected/Invalid interrupt received
	
	4
	discrete
	1=test failed
	n/a

	   Duty cycle test fail
	
	5
	discrete
	1=test failed
	n/a

	   Sync signal is not present (Initialization)
	
	6
	discrete
	1=test failed
	n/a

	   Sync signal has been lost
	
	7
	discrete
	1=test failed
	n/a

	   SPARE
	
	8-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.2 IDSW1 – IMU Detailed Status Word 1, Power Supply

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #1

Power Supply Voltage
	1
	
	
	
	

	   +5 VDC reasonableness test fail
	
	0
	discrete
	1=test failed
	n/a

	   -15 VDC reasonableness test fail
	
	1
	discrete
	1=test failed
	n/a

	   +15 VDC reasonableness test fail
	
	2
	discrete
	1=test failed
	n/a

	   SPARE
	
	3-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.3 IDSW2 – IMU Detailed Status Word 2, Serial I/O

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #2

Serial I/O Failure
	2
	
	
	
	

	   I/O wraparound test fail (data)
	
	0
	discrete
	1=test failed
	n/a

	   I/O wraparound test fail (timeout)
	
	1
	discrete
	1=test failed
	n/a

	   SPARE
	
	2-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.4 IDSW3 – IMU Detailed Status Word 3, Gyro Reasonableness

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #3

Gyro Reasonableness
	3
	
	
	
	

	   X gyro rate reasonableness test fail
	
	0
	discrete
	1=test failed
	n/a

	   Y gyro rate reasonableness test fail
	
	1
	discrete
	1=test failed
	n/a

	   Z gyro rate reasonableness test fail
	
	2
	discrete
	1=test failed
	n/a

	   SPARE
	
	3-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.5 IDSW4 – IMU Detailed Status Word 4, Gyro Electronics

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #4

Gyro Electronics
	4
	
	
	
	

	   X gyro IBIT test fail
	
	0
	discrete
	1=test failed
	n/a

	   Y gyro IBIT test fail
	
	1
	discrete
	1=test failed
	n/a

	   Z gyro IBIT test fail
	
	2
	discrete
	1=test failed
	n/a

	   SPARE
	
	3-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.6 IDSW5 – IMU Detailed Status Word 5, Gyro Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #5

Gyro temperature
	5
	
	
	
	

	   X gyro temperature test fail
	
	0
	discrete
	1=test failed
	n/a

	   Y gyro temperature test fail
	
	1
	discrete
	1=test failed
	n/a

	   Z gyro temperature test fail
	
	2
	discrete
	1=test failed
	n/a

	   X gyro temperature rate test fail
	
	3
	discrete
	1=test failed
	n/a

	   Y gyro temperature rate fail
	
	4
	discrete
	1=test failed
	n/a

	   Z gyro temperature rate fail
	
	5
	discrete
	1=test failed
	n/a

	   X/Y gyro temperature differential test fail
	
	6
	discrete
	1=test failed
	n/a

	   X/Z gyro temperature differential test fail
	
	7
	discrete
	1=test failed
	n/a

	   Y/Z gyro temperature differential test fail
	
	8
	discrete
	1=test failed
	n/a

	   SPARE
	
	9-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.7 IDSW6 – IMU Detailed Status Word 6, Accel Reasonableness

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #6

Accel Reasonableness
	6
	
	
	
	

	   X accel reasonableness test fail
	
	0
	discrete
	1=test failed
	n/a

	   Y accel reasonableness test fail
	
	1
	discrete
	1=test failed
	n/a

	   Z accel reasonableness test fail
	
	2
	discrete
	1=test failed
	n/a

	   SPARE
	
	3-15
	discrete
	1=test failed
	n/a


IDSW7 – IMU Detailed Status Word 7, Accel Electronics

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #7

Accel Electronics
	7
	
	
	
	

	   X accel IBIT test fail
	
	0
	discrete
	1=test failed
	n/a

	   Y accel IBIT test fail
	
	1
	discrete
	1=test failed
	n/a

	   Z accel IBIT test fail
	
	2
	discrete
	1=test failed
	n/a

	   SPARE
	
	3-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.8 IDSW8 – IMU Detailed Status Word 8, Accel Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #8

Gyro temperature
	8
	
	
	
	

	   X accel temperature test fail
	
	0
	discrete
	1=test failed
	n/a

	   Y accel temperature test fail
	
	1
	discrete
	1=test failed
	n/a

	   Z accel temperature test fail
	
	2
	discrete
	1=test failed
	n/a

	   X accel temperature rate test fail
	
	3
	discrete
	1=test failed
	n/a

	   Y accel temperature rate fail
	
	4
	discrete
	1=test failed
	n/a

	   Z accel temperature rate fail
	
	5
	discrete
	1=test failed
	n/a

	   X/Y accel temperature differential test fail
	
	6
	discrete
	1=test failed
	n/a

	   X/Z accel temperature differential test fail
	
	7
	discrete
	1=test failed
	n/a

	   Y/Z accel temperature differential test fail
	
	8
	discrete
	1=test failed
	n/a

	   SPARE
	
	9-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.9 IDSW9 – IMU Detailed Status Word 9, A/D Converter

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #9

A/D Converter
	9
	
	
	
	

	   Temperature reference test fail
	
	0
	discrete
	1=test failed
	n/a

	   A/D wraparound test fail
	
	1
	discrete
	1=test failed
	n/a

	   ground voltage reasonableness test fail
	
	2
	discrete
	1=test failed
	n/a

	   SPARE
	
	3-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.10 IDSW10 – IMU Detailed Status Word 10, IMU Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #10

IMU Specific
	10
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.11 IDSW11 – IMU Detailed Status Word 11, IMU Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #11

IMU Specific
	11
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.12 IDSW12 – IMU Detailed Status Word 12, IMU Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #12

IMU Specific
	12
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.13 IDSW13 – IMU Detailed Status Word 13, IMU Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #13

IMU Specific
	13
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.14 IDSW14 – IMU Detailed Status Word 14, IMU Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #14

IMU Specific
	14
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


1.21.6.1.1.15 IDSW15 – IMU Detailed Status Word 15, IMU Specific

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Detailed Status Word #15

IMU Specific
	15
	
	
	
	

	   SPARE
	
	0-15
	discrete
	1=test failed
	n/a


Additional MIMU Multiplexed Data words

1.21.6.1.1.16 IMU Serial Number

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Serial Number
	16
	
	uspi
	integer
	B16.0


1.21.6.1.1.17 IMU Program Checksum

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Program Checksum
	17
	
	sspi
	integer
	B15.0

	Notes:

1. The program checksum is inserted so that the sum of all program memory = -1 (FFFFHex)

2. The required IMU software identification method(s), from the options available with multiplexed words 17-19 will be defined in a lower level specification.


1.21.6.1.1.18 IMU Part / Software Version Number

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Software Part/Version Number
	18
	
	un
	integer
	n/a

	Note:

1. The required IMU software identification method(s), from the options available with multiplexed words 17-19 will be defined in a lower level specification.


1.21.6.1.1.19 IMU Software Version Date

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Software Version Date
	19
	
	
	
	

	   Day of Month
	
	0-4
	un
	Days (range 1-31)
	B5.0

	   Month
	
	5-8
	un
	Month (range 1-12)
	B4.0

	   Year
	
	9-15
	un
	Year (2 digits, 00-99)
	B7.0

	Note:  

1. The required IMU software identification method(s), from the options available with multiplexed words 17-19 will be defined in a lower level specification.


1.21.6.1.1.20 IMU Calibration Data Checksum

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Calibration Data Checksum
	20
	
	sspi
	integer
	B15.0

	Note:  

1. The calibration data checksum is inserted so that the sum of all calibration data memory = -1 (FFFFHex)


Accel X Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Accel X Temperature
	21
	
	sspi
	(C
	B7.8


1.21.6.1.1.21 Accel Y Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Accel Y Temperature
	22
	
	sspi
	(C
	B7.8


1.21.6.1.1.22 Accel Z Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Accel Z Temperature
	23
	
	sspi
	(C
	B7.8


1.21.6.1.1.23 Gyro X Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Gyro X Temperature
	24
	
	sspi
	(C
	B7.8


1.21.6.1.1.24 Gyro Y Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Gyro Y Temperature
	25
	
	sspi
	(C
	B7.8


1.21.6.1.1.25 Gyro Z Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Gyro Z Temperature
	26
	
	sspi
	(C
	B7.8


1.21.6.1.1.26 IMU System Temperature

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU System Temperature
	27
	
	sspi
	(C
	B7.8


IMU Analog Ground

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Analog ground
	28
	
	sspi
	Vdc
	B5.10


1.21.6.1.1.27 IMU Voltage Monitor +5 volts

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Voltage Monitor +5 volts
	29
	
	sspi
	Vdc
	B5.10


1.21.6.1.1.28 IMU Voltage Monitor +15 volts

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Voltage Monitor +15 volts
	30
	
	sspi
	Vdc
	B5.10


1.21.6.1.1.29 IMU Voltage Monitor -15 volts

	DESCRIPTION
	MUX COUNT
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	IMU Voltage Monitor -15 volts
	31
	
	sspi
	Vdc
	B5.10


1.21.7 DAE to DRM Message #4

As describe in paragraph 3.1.2.4 this message provides IMU timing information. 

	MESSAGE NAME : 
	MIMU Data Pulse
	
	
	

	MEGGAGE ID : 
	00B1Hex
	
	INVALID FLAG :
	NA

	DEST/SOURCE : 
	DAE/DRM 
	
	DATA BYTE COUNT :
	0

	INPUT/OUTPUT : 
	Input
	
	XMIT RATE :
	Note 1


	DESCRIPTION
	BYTE
	PRIVATE 
BIT
	DATA TYPE
	UNITS
	SCALE FACTOR

	Header – Bytes 1-10
	
	
	
	
	

	DLE SOH.  Indicates start of a message
	1-2
	
	sspi
	81FFHex
	

	Identifies message
	3-4
	
	sspi
	00B1Hex
	

	Message length of 0 words
	5-6
	
	sspi
	0000Hex
	

	Flag word.  Always this value.
	7-8
	
	sspi
	8000Hex
	

	Checksum – Sum of header words =  –1
	9-10
	
	sspi
	7B50Hex
	Note 2

	Notes:

1. Message output at the (application specific) IMU message transmit rate.

2. Bytes 1-10 contain fixed header information.  Bytes 9-10 contain the header checksum which is computed such that the modulo 2^16 sum of words 1-5 = -1 (FFFFhex).


Notes

1.22 Fixed-point Scaling Notation

The fixed-point scaling notation used to represent data throughout this document has the following form:


Bx.y[u]

; Bx.y - signed value, Bx.yu - unsigned value

In this notation, there are “x” bits (plus a sign bit if applicable) before the implied decimal point and “y” bits following the implied decimal point.  Utilizing this scaling notation one is able to determine size, resolution and range of the data word as follows:

Data word size (# of bits) is given by:


Signed value



x + y + 1


Unsigned value


x + y

Data word resolution (1 LSB) is given by:
2-y
Data word maximum value is given by:
2x -1 LSB


Data word minimum value is given by:
 

Signed value



-2x

Unsigned value


2-y
Example:
B2.13 ( x = 2,  y = 13



Bit #
15 14 13 12 11 10  9  8  7  6  5  4  3  2  1  0


 x   x   x . x   x   x   x  x  x  x  x  x  x  x  x  x

Bit 15 is the sign bit.  The implied decimal point is between bits 13 and 12 giving “x”

bits (2) in front of the decimal point and “y” bits (13) following the decimal point. 
1. Data word size = x + y + 1 = 2 + 13 + 1 = 16 bits

2. Data word resolution = 2-y = 2-13 = 1.2207e-4  

3. Data word range = (2x  = 22 = (4.0 (-1 LSB on maximum side)

· The maximum value that can be represented by a 16-bit word is 7FFFhex (bit 15 = sign bit = 0 = positive number, bits 14 through 0 = 1 = maximum value).

-- Convert – 7FFFhex = 32,767dec (number of LSBs)  * 2-13  (value of 1 LSB) ( 3.99988

· The minimum value that can be represented by a 16-bit word is 8000hex (bit 15 = sign bit = 1 = negative number, bits 14 through 0 = 0 = minimum value).

-- Convert – 8000hex = -32,768dec (number of LSBs)  * 2-13  (value of 1 LSB) = -4.0

Acronyms

	ACTD II
	Advanced Concept Technology Demonstration II 

	A/D
	Analog to Digital

	AE
	Antenna Electronics

	AFMC
	Air Force Material Command

	A/J
	Anti-jam

	AGC
	Automatic Gain Control

	BIT
	Built In Test

	CBIT
	Continuous Built-In-Test

	CFR
	Code of Federal Regulations

	CRC
	Cyclic Redundancy Check

	CRPA
	Controlled Reception Pattern Antenna

	DAE
	Digital Antenna Electronics

	DoD
	Department of Defense

	DRM
	Digital (GPS) Receiver Module

	DSW
	Detailed Status Word

	DUEIWG
	Digital UE Interface Working Group

	ECEF
	Earth-Centered-Earth-Fixed

	FCS
	Frame Check Sequence

	FRPA
	Fixed Reception Pattern Antenna

	GAS-1
	GPS Antenna System - 1

	GPS
	Global Positioning System

	GRAM
	GPS Receiver Application Module

	HAE
	Host Application Equipment

	HW
	Hardware

	IBIT
	Initiated Built-In-Test

	I
	Inphase

	ICD
	Interface control Document

	IF
	Intermediate Frequency

	IMU
	Inertial Measurement Unit

	INS
	Inertial Navigation System

	I/O
	Input/Output

	ITAR
	International Traffic in Arms Regulation 

	JPO
	Joint Program Office

	JTA
	Joint Technical Architecture 

	L1
	Link 1

	L2
	Link 2

	L5
	Link 5

	LO
	Local Oscillator

	LRU
	Line Replaceable Unit

	LSB
	Least Significant Bit

	Mbps
	Mega Bits/Second

	MEMS
	Micro-Electro-Mechanical Sensor

	MGNA
	Militarized GPS Navigation Security

	MHz
	Megahertz

	MIMU
	Micro-Electro-Mechanical Sensor Inertial Measurement Unit

	MC
	Mission Computer

	MSB
	Most Significant Bit

	Msps
	Mega Samples/Second

	NAVSEC
	Navigation Security

	Navwar
	Navigation Warfare

	NRZ
	Non-return to zero

	PLL
	Phase Lock Loop

	PVT
	Position-Velocity Time

	Q
	Quadrature

	RF
	Radio Frequency

	SAASM
	Selective Availability Anti-Spoofing Module

	SBIT
	Start-up Built-In-Test

	SCG
	Security Classification Guide

	SDLC
	Serial Data Link Control

	SMC
	Space and Missile Systems Center

	SP
	System Processor

	SPG
	System Protection Guide

	STAP
	Space-Time Adaptive Processing

	SV
	Satellite (or Space) Vehicle

	SW
	Software

	TBD
	To Be Determined

	TM
	Time-Mark

	TRD
	Technical Requirement Document

	UE
	User Equipment

	VDC
	Volts Direct Current


Coordinate Frames

1.22.1 MIMU Chassis Frame

The Chassis Axes define the orthogonal reference frame defined with respect to the MIMU chassis mounting surfaces.

1.22.2 Platform Body Frame

The Body Axes define the orthogonal reference frame defined with respect to the vehicle.  The X body, Y Body, and Z Body axes are in the forward, right wing, and down directions respectively.

1.22.3 Earth-Centered-Earth-Fixed (ECEF) Frame

The Earth-Centered-Earth-Fixed (ECEF) Axes define the orthogonal reference frame, which is fixed relative to the earth with the origin at the earth’s center.  The +Z ECEF axis points from the center of the earth through the North Pole.  The +Y ECEF axis points from the center of the earth through the equator at the point where longitude is +90(.  The +X ECEF axis points from the center of the earth through the equator at the Greenwich Meridian.  The ECEF reference frame rotates with the earth relative to inertial space.

GPS/IMU Synchronization Notes

This section describes three potential mechanizations for synchronization between the DRM and the MEMS Inertial Measurement Unit (MIMU) that have been discussed at the Digital UE IWG meetings.  The three options, which are described in the following paragraphs, are as follows:

1. MIMU time-tagged data message

2. MIMU outputs a Time-of-Validity (TOV) discrete

3. MIMU output data timing is “locked” to a DRM generated input clock

The current plan is to mechanize the DRM/DAE interface to be able to send “soft discretes” (i.e. a data message that is sent at a precise time, with a predictable latency, and near zero jitter).    With the use of Manchester Encoding, that has a clock tied to the DRM’s internal processing, I believe this can be accomplished in the DRM to DAE direction.  I’m less convinced that an output discrete, originating at the MIMU, can be handled by the DAE, and turned into a “soft discrete” to the DRM without jitter in the millisecond range (without putting some design driving constraints on the DAE implementation).  This issue is discussed in greater detail later in this memo.

The interface should be designed such that the manufacture has the option to implement any of the three (or potentially some sort of hybrid) mechanizations described (i.e. define all soft discretes and a MIMU message which includes a reserved word for the time-tag).       

The manufacture will need to determine which option will most efficiently meet his requirements based on his actual vs. required MIMU performance and required system performance under specified vehicle dynamics. 

1.22.4 Detailed Discussion of DRM/MIMU Synchronization Options

1.22.4.1 MIMU Time-tagged Data Message

To implement this option the DRM must output a “soft discrete” coincident with 1PPS or the receivers internal Time Mark.  The DRM HW would be mechanized to transmit this message at the precise time to eliminate jitter and so that the latency of would be fixed (based on message transmission rate - All other I/O would need to be scheduled not to delay the output of this message.  Note: DAE could probably be mechanized to predict this, reducing the latency to zero; the message would still be read by the DAE for BIT purposes).  The DAE would then set a HW discrete for the MIMU.  The transition of this discrete at the MIMU connector would cause an internal MIMU time-tag clock to reset.  The MIMU H/W would be mechanized to read and store this time-tag counter coincident with the internal latching of instrument data.  Finally, the MIMU software would read this stored time-tag and insert the data into the MIMU output message.  Figure 20 describes the process to implement the MIMU time-tagged data message option.  This mechanization is similar to how Draper Labs synchronizes inertial and GPS data in their MEMS IMUs. 
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The MIMU output a H/W discrete that is coincident with the internal latching of the instrument data samples.

2. Upon receipt of this discrete the DAE would output a "soft discrete" message to the DGRAM.

3. The DGRAM can reset an internal time-tag clock coincident with its' 1 Hz tracking sequence.

4. The DGRAM would read and store  this time-tag clock upon reciept of the TOV "soft discrete" message.

5. When the next MIMU delta vel/delta theta data message arrives the DGRAM knows that the data was valid

   at the reception of the previous "soft discrete" message.  This time, relative to it's internal tracking sequence,

   has been stored.

Note:

a. Latency/jitter issues need to be addressed and understood.

MIMU Delta Vel & Delta Theta

Data Message

DAE I/O

Processor

MIMU

Processor

MEMS IMU

DAE

MIMU TOV "soft discrete"

message

TOV discrete

MIMU Data

Message

DGRAM

Crystal

Clock

Crypto

DGRAM

System

Processor

(SP)

1

3

4

5

2

Figure 20 - MIMU Time-tagged Data Message
1.22.4.2 MIMU Outputs a Time-of-Validity (TOV) Discrete

To implement this option the MIMU would output a H/W discrete that was coincident with the internal latching of the instrument data samples.  Upon receipt of this discrete the DAE would output a “soft discrete” message to the DRM.  The DRM can reset an internal time-tag clock coincident with its' 1 Hz tracking sequence and then read and store this time-tag clock upon receipt of the TOV "soft discrete" message.  When the next MIMU delta vel/delta theta data message arrives the DRM knows that the data was valid at the reception of the previous "soft discrete" message.  This time, relative to the DRM’s internal tracking sequence, has been stored. Figure 21 describes the process to implement the MIMU TOV option.

Issues – The H/W discrete will go to the DAE, which then must output a message.  Unlike the 1PPS/TM “soft discrete” described in Option #1, this discrete will be asynchronous to the Manchester input clock.  This “soft discrete” message will have additional latency and jitter associated with the DAE I/O processors context switch, interrupt priority and I/O task scheduling mechanization.  These same latency and jitter issues will also apply to the DRM processor (example – 1 msec of jitter is added to this “soft discrete” message if the DRM input messages are processed by its’ internal 1KHz interrupts).

[image: image8.wmf]1. The DGRAM generates a 100 Hz sync "soft discrete" 

message coincident with 1PPS or TM

    (DGRAM internal 1 Hz tracking sequence time).

2. DGRAM receive 

"soft discrete" and generates a HW discrete to the MIMU.

3. 

The MIMU phase locks to this signal and adjusts its internal instrument data sampling period to be in

    phase with this external sync signal.

4. MIMU S/W schedules its' output to be in phase with the sync pulse and makes any necessary delta-t

    adjustments.

5. MIMU transmits "sync'ed" data messaged over SDLC interface to DAE.

6. DAE retransmits MIMU data message to DGRAM

Notes:

a. Assuming Manchester Encoding is utilized (with a clock synchronous to the DGRAM crystal clock), the DAE H/W

could be configured to predict the next occurrence of the DGRAM 100 Hz "soft discrete" message.  See Option #1

for additional details.
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Figure 21 - MIMU Output Time-Of-Validity (TOV) Discrete

1.22.4.3 MIMU Time-of-Validity (TOV) Discrete Hybrid Options

This paragraph briefly describes a couple of hybrid options utilizing the TOV discrete from the MIMU.  The first is for the DAE I/O processor to start a counter when the MIMU TOV discrete is received.  When the MIMU data message is being prepared for retransmission to the DRM, this counter value is read and stored in the MIMU data message “time-tag” field.  The only issue remaining form those discussed in the previous paragraph are related any additional latency/jitter due to DRM message processing. 

The next option is similar in the fact that the DAE I/O processor is still responsible for inserting a time-tag in the MIMU data message.  For this mechanization, the DAE I/O processor would be required to implement HW, such that a counter would start at the reception of either the TM or 100 Hz sync “soft discrete” message from the DRM (or better yet, predict the reception of this input message as described in Figure 1, Note a).  This counter would be sampled upon receipt of the TOV discrete from the MIMU.  Upon reception of the next MIMU data message, this time-tag would be stored in the MIMU “time-tag” field prior to retransmission to the DRM.

1.22.4.4 MIMU output data “locked” to DRM input clock

This implementation drives both MIMU HW and SW requirements.  To implement this option a phase-lock loop (PLL) needs to be mechanized by the MIMU HW.  The MIMU SW must be capable of dealing with a variable delta time (Δt) between interrupts (Example – The Litton LN200 IMU operates from an internally generated 2 kHz interrupt – Δt=500 (sec.  When functioning in the “sync” mode this interrupt period can be shortened or lengthened by one 18 kHz period – ie. Δt = 445, 500, or 555 (sec.  Several instrument control, compensation and BIT tests need to be aware of, and make adjustments for, this variable Δt).

The DRM supplies a 100 Hz “soft discrete” sync pulse coincident with its’ internal 1 Hz tracking sequence.  The IMU phase locks to this signal and adjusts its’ instrument data sampling period to be in phase with this external sync signal.   The accuracy of this is application specific and is tied to the MIMU PLL implementation (the jitter on the Litton LN200 output data is 55 to 110 (sec based on the magnitude of the frequency error between the Receiver’s and IMU’s clock).   The time at which the instrument data is sampled by the MIMU is changed in discrete steps until the data sampling (latch) occurs at the same time as the rising edge of the input sync pulse. The smaller the difference between the MIMU clock and the external sync input the less the output data jitter.

Figure 22 describes the process to implement the MIMU output data sync’ed option.  This mechanization is similar to Litton LN200, as well as the Honeywell HG1700 IMU implementations.

1.22.4.5 Synchronization Summary

By describing three “soft discretes” and adding one time-tag word to the MIMU output message we are able to “design in” flexibility into the GPS/INS synchronization problem.  This memo describes three potential synchronization mechanizations (plus a couple of hybrid mechanizations) which can be evaluated for consideration.  This will enable manufactures to determine which option will most efficiently meet their requirements based on a specific application’s required system performance.
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2. Upon receipt of this discrete the DAE would output a "soft discrete" message to the DGRAM.

3. The DGRAM can reset an internal time-tag clock coincident with its' 1 Hz tracking sequence.

4. The DGRAM would read and store  this time-tag clock upon reciept of the TOV "soft discrete" message.

5. When the next MIMU delta vel/delta theta data message arrives the DGRAM knows that the data was valid

   at the reception of the previous "soft discrete" message.  This time, relative to it's internal tracking sequence,

   has been stored.

Note:

a. Latency/jitter issues need to be addressed and understood.
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Figure 22 - MIMU Output Data Sync'ed

General Notes

1.22.5 Definition of Terms

DAE: Digital Antenna Electronic: A DAE accepts radio-frequency (RF) inputs from an antenna array and has an internal digital interface into an embedded GPS digital receiver module.  A DAE will also have an external interface similar to many stand-alone GPS receivers so that the measurement data and/or navigation and timing output of the GPS digital receiver module can be supplied to an aircraft databus in a number of standard GPS message formats.  The term, as used in this document, is a generic term for any manufactures digital output DAE which conforms to this ICD.

ADACU: Advanced Digital Antenna Control Unit:  UK concept demonstrator of a digital anti-jamming system (specific DAE implementation) that incorporates a modified Trimble Force 5 GPS receiver.  Joint US/UK testing of this system is scheduled to take place in the second half of 2002.

DACU: Digital Antenna Control Unit:  The DACU will be prototype integrated digital GPS anti-jam antenna and receiver system that will be developed by the UK and is scheduled to be complete in the fourth quarter of 2003.  A DACU accepts radio-frequency (RF) inputs from an antenna array and has an internal digital interface into an embedded GPS digital receiver module.  The DACU also has an external interface similar to many stand-alone GPS receivers so that the measurement data and/or navigation and timing output of the GPS digital receiver module can be supplied to an aircraft databus in a number of standard GPS message formats.  Additionally, the external interface allows the use of an Inertial Navigation System (INS) using Mil-Std-1553 data and Inertial Measurement Unit data (IMU) conforming to STANAG 4572.  This expected to be the first Antenna Electronics built which will conform to this ICD.

MBS: Multi-Beamsteering:  Feedback from the GPS receiver module or data from an inertial navigation unit enables a DAE to maximise the antenna array gain (beamsteering) towards a particular GPS satellite. To perform this function a beamformer with direct digital interface is required for each tracking circuit in the receiver or for a small number of trackers that are tracking satellites in approximately the same direction. To track multiple satellites, multiple beamforming circuits are required in the DAE.

MBS AE: Multi-Beamsteering Antenna Electronics:  This is a generic term for any manufactures digital output MBS AE which conforms to this ICD.

Channel: A channel in this document refers data transmitted from a DAE to a DRM which is associated with a specific beam (specific GPS satellite data) of an MBS AE. 

DRM: Digital GPS Receiver Application Module (DRM): A GPS digital receiver application module is defined as being a SAASM based, receiver on a card that can track the Global Positioning System (GPS) P(Y) code or, in future versions, the Lm code, when digitized satellite signals are input in a certain format.  This is a generic term for any manufactures digital input GPS receiver which conforms to this ICD.

DRM: GPS Digital Receiver Module: A US developed prototype DRM which will be integrated with the UK developed DACU in the fourth quarter of 2003.  This expected to be the first GPS receiver built which will conform to this ICD.

1.22.6 ICD issues and open items

Following are several of the ICD challenges and issues. 
· There is a need to specify “Message data” independent of the transport medium.  The fist discussion will need to be “is the data and data rates correct?”.  The next question will be how to best organize the document to address both the coax cable as well as the backplane “direct connect” system architecture.  

· Intermediate Frequencies / Vendor unique Frequency Plans.  How much flexibility can be “designed in” and how is this specified in the ICD?

· Digitized IF output data quantization / format and Automatic Gain Control (AGC) implementation / update rate.  

· IMU timing and GPS/IMU synchronization.  Three mechanizations have been proposed but since they all have hardware and software implications, to both the IMU and the DRM, it may be very difficult to create a standard.  One thought is that since the IMU will interface directly to the DAE we may not need to specify this (although signals like 1PPS may be required from the DRM – and this will even further limit IMU interchangeability.)

· We have come to the conclusion that the 40-60 watts required by a DAE can not be provided over the coax.  GAS1-AE & AE-1 upgrades can use J13 cable.  AE-4 and AE-less FRPA installations will need to add additional cabling!

· The Litton LN200 (FOGs), Honeywell HG1700 (RLGs), as well as the MEMS IMU that Raytheon has specified for AGINT program all require +5 and (15 volt inputs.  Is this what we expect for a MIMU?  (Note: The Raytheon AGINT design expects the MIMU voltage to be supplied by the vehicle power supply and not from the DRM).  No MIMU power requirements specified in the UK DRM/DACU ICD.  The IMU SDLC data formats are also fairly consistent with the above mentioned IMUs.

· Section 3.5 “DAE Common Configuration Upgrades” is included in the ICD for information only.  Should it can be removed or moved to the “notes” section of the document?
· IMU Delta Angle & Delta Velocity – fixed or floating point & maximum IMU data rate.  
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[image: image10.wmf]1. The DGRAM generates a "soft discrete" 

message coincident with 1PPS or TM

    (DGRAM internal 1 Hz tracking sequence time).

2. DGRAM receives 

"soft discrete" and generates a HW discrete to the MIMU.

3. 

MIMU H/W resets its' internal time-tag counter coincident with this discrete transition.

4. MIMU H/W reads and stores  time-tag counter coincident with the internal latching of instrument data.

5. MIMU software read this stored time-tag  (from #4 above) and inserts this data into the MIMU output message.

6. MIMU transmits time-tagged data messaged over SDLC interface to DAE.

7. DAE retransmits MIMU data message to DGRAM

Notes:

a. Assuming Manchester Encoding is utilized (with a clock synchronous to the DGRAM crystal clock), the DAE H/W

could be configured to predict the next occurrence of the DGRAM 1 Hz "soft discrete" message.  The DAE could

then set the MIMU discrete with zero latency and use the arrival of the message as a Built-In-Test function (ie.if 1

Hz "soft discrete" message doesn't arrive with the known latency, then a "sync failure bit" would be set in a DAE

and/or MIMU status word(s).
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[image: image11.wmf]1. The DGRAM generates a 100 Hz sync "soft discrete" 

message coincident with 1PPS or TM

    (DGRAM internal 1 Hz tracking sequence time).

2. DGRAM receive 

"soft discrete" and generates a HW discrete to the MIMU.

3. 

The MIMU phase locks to this signal and adjusts its internal instrument data sampling period to be in

    phase with this external sync signal.

4. MIMU S/W schedules its' output to be in phase with the sync pulse and makes any necessary delta-t

    adjustments.

5. MIMU transmits "sync'ed" data messaged over SDLC interface to DAE.

6. DAE retransmits MIMU data message to DGRAM

Notes:

a. Assuming Manchester Encoding is utilized (with a clock synchronous to the DGRAM crystal clock), the DAE H/W

could be configured to predict the next occurrence of the DGRAM 100 Hz "soft discrete" message.  See Option #1

for additional details.
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